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in atentia domnului Mario Ovidiu OPREA, Secretar General

Subiect: avizarea propunerii legislative privind evidenta si administrarea infrastructurii
digitale publice, precum si pentru crearea Platformeimatianale a infrastructurii digitale publice
(b607/2025).
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Lé g{ Urmare a adresei dumneavoastra nr. 6572/24.11.2025, inregistrata matu
Nationale pentru Administrare si Reglementare in Comunicatii (in continuare, ANCOM sau
Autoritate) cu nr. SC-26096/28.11.2025, prin care ne transmiteti propunerea legislativa privind
evidenta si administrarea infrastructurii digitale publice, precum si pentru crearea Platformei
nationale a infrastructurii digitale publice,

In temeiul art. 2 alin. (1), art. 4 alin. (3), art. 5 lit. b), 10 alin. (1) pct. 7 din Ordonanta
de urgenta a Guvernului nr. 22/2009 privind infiintarea Autoritatii Nationale pentru Administrare
si Reglementare in Comunicatii, aprobata prin Legea nr. 113/2010, cu modificdrile si completarile
ulterioare, va transmitem urmatoarele observatii:

Stlmate domn Secretar General, {

———,

Obiectul normei, astfel cum este formulat in art. 1 alin. (2) din propunerea legislativa,
respectiv crearea, operationalizarea si administrarea Platformel nationale a infrastructurii digitale
publice (PNIDP) ca instrument unic de evidentd, coordonare gt supraveghere a infrastructurii
digitale publice, este, in opinia noastrd, susceptibil de a genera ambiguitate in interpretarea si
aplicarea sa. Astfel, estimam ca utilizarea sintagmei ,supravegherea infrastructurii digitale
publice”, in lipsei unei definitii conceptuale explicite, este de natura sa tangentieze fie cu regimul
comunicatiilor electronice (instituit prin Ordonanta de urgentad a Guvernului nr. 111/2011 privind
comunicatiile electronice, aprobatd, cu modificari si completdri, prin Legea nr. 140/2012, cu
modificarile si completarile ulterioare, in ceea ce priveste furnizarea retelele publice de comunicatii
electronice sau serviciile de comunicatii electronice destinate publiculul, respectiv relatia furnizor
— utilizator final), fie cu normele privind securitatea ciberneticd (regimul NIS2!, care instituie, in
principiu, masuri ,adecvate si proportionale cu riscuf, premisa care nu se regaseste in obligatiile
impuse la punctul 1 al Anexei 1 din propunerea legislativa (,,Autentificare cu doi factori (MFA)
pentru tofi utilizatorit’, ,,Configurarea obligatorie a SPF, DKIM si DMARC (politica ,reject")’, cerinte
fixe de backup/restore, etc.). Nu in ultimul rénd, parte din cerintele individualizate in cuprinsul
Anexei 1 si 2 (utilizarea formatelor deschise: CSV, XML, JSON, ODF fara criptare, implementarea

! Ordonantd de Urgentd a Guvernului nr. 155/2024 privind instituirea unui cadru pentru securitatea cibernetica a
retelelor si sistemelor Informatice din spatiul cibernetic national civil, aprobaté, cu modificéri si completdri, prin Legea
nr. 140/2012, act care transpune Directiva (UE) 2022/2555 a Parlamentulul European si a2 Consiliului din 14 decembrie
2022 privind m#suri pentru un nivel comun ridicat de securitate ciberneticd in Uniune, de modificare a Regulamentului
(UE) nr. 910/2014 si a Directivei (UE) 2018/1972 si de abrogare a Directivei (UE) 2016/1148 (Directiva NIS 2).
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infrastructurilor digitale publice in Cloudul Guvernamental sau in centre de date certificate,
procesarea datelor de contact ale responsabilului digital al entitatii publice, administratorul tehnic,
altul decat responsabilul digital, daca este cazul) pot intra in conflict si cu regimul ePrivacy?, daca
vor conduce la ,vederea” meta-datelor comunicatiilor sau identificarea utilizatorilor finali. Avem
in vedere faptul cd o conformare cu obligatiile nou instituite in cele doua anexe poate genera un
conflict de aplicare cu dispozitile art. 4 alin. (2) sau ale art. 5 alin. (1) din Legea 506/2004°,
intrucat se pot accesa meta-date de comunicare (volum, timpi, surse/destinatii la nivel de
infrastructurd) sau informatii private (,Cine comunicd”, ,cat comunicd”), in contradictie cu
conditiile specifice de garantare a dreptuluf [a protectia vietii private in sectorul comunicatiilor
electronice, prin care se interzice supravegherea/prelucrarea comunicatiilor si datelor de trafic
f&ra consimtamant/temei sau, daca vorbim de date de trafic, prelucrarea datelor de trafic limitats,
in principal de furnizori, si in scopuri strict determinate.

In plus, fata de cele expuse, este posibil ca PNIDP s3 impuna o arhitecturd de securitate
mai stricté decit ‘ar rezulta din analiza de risc NIS 2 pentru unele sisteme (si, uneori, chiar
nepotrivitd tehnologic).

Fata de cele expuse mai sus, apreciem cd se impune reformularea textului propunerii
legislative, astfel incit sa se instituie in mod explicit faptul ca: ,Supravegherea infrastructuri
digitale publice se realizeazd exclusiv pe baza informatiilor administrative declarate de entitatile
publice, férd acces la sistemele informatice, la traficul de date, /a continutul comunicatiilor sau la
datele cu caracter personal.” Cumulativ, se impune modificarea punctului 1 al Anexei nr. 1 din
propunerea legislativa, in ceea ce priveste obligatiile referitoare la ,Autentificare cu doi factori
(MFA) pentru toti utilizatoril’ si ,Configurarea obligatorie a SPF, DKIM si DMARC (politica
«refect»)”, n sensul impunerii acestora doar pentru protejarea resurselor digitale publice
considerate ca fiind de importan{a majora.

in ceea ce priveste corelarea propunerii legislative cu Legea nr. 242/2022 privind schimbul
de date intre sisteme informatice si crearea Platformei nationale de interoperabilitate, cu care se
afla in conexiune, apreciem ca existé un risc semnificativ ca prin dispozitiile propuse sz fie depasit
principiul instituit prin Regulamentul (UE) 2018/1724 al Parlamentului European si al Consiliului
din 2 octombrie 2018 privind infiintarea unui unic portal digital (gateway) pentru a oferi acces la
informatii, la proceduri si la servicii de asistenta si de solutionare a problemelor si de modificare
a Regulamentului (UE) nr. 1024/2012, referitor la unicitatea sursei de acces la informatii.

Avem in vedere faptul cd, pofrivit art. 2 lit. e) din propunerea legislativa, PNIDP se
integreaza In cloud-ul guvernamental si in Platforma nationald de interoperabilitate (PNI) ,pentru
a facilita schimbul de date intre sisteme informatice”. Avand in vedere definitia resurselor digitale,
de la art. 3 Iit. h) din propunerea legislativa, si cea a sistemului informatic, de la art. 1 lit. a din
Conventia de la Budapesta privind criminalitatea informatica*, PNIDP apare ca opereazd la nivel
de guvernanta interna a infrastructurii digitale, in timp ce PNI, instituit prin Legea nr. 242/2022,
priveste accesul extern al utilizatorilor la informatii si proceduri. Ins3, dispozitiile art. 22 alin. (1)
din propunerea legislativd, in mdsura in care permit punerea la dispozitia cetdtenilor sau
diseminarea datelor gestionate prin PNIDP, impun o corelare expresa cu regimul juridic al
interoperabilitétii stabilit de Legea nr. 242/2022. In lipsa unei delimitéri exprese a destinatarilor
si a scopului punerii fa dispozitie a datelor, art. 22 alin. (1) din propunerea legislativa este

2 Regim instituit prin Legea 506/2004 privind prelucrarea datelor cu caracter personal si protectia vietil private in
sectorul comunicatiilor electronice, cu modificarile si completarile ulterioare.

3 idem

4 /sistem informatic inseamnd orice dispozitiv sau un grup de dispozitive interconectate sau corelate, dintre
care unul sau mai multe, in urma unui program, efectueazs prefucrarea automnatd a datelor,”
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susceptibil sa fie interpretat in sensul conferirii PNIDP a unei functil de acces sau diseminare cétre
terti, cu potentiald suprapunere fatd de rolul PNI ca mecanism unic pentru schimbul de date Intre
sisteme informatice.

Pe de altd parte, aceeasi dispozitie este susceptibild sd genereze obligatii de raportare
redundanta in sarcina autoritdtilor publice, prin solicitarea unor date care sunt deja disponibile
sau pot fi obtinute prin Platforma Nationalda de Interoperabilitate, cu afectarea principiului
colectarii unice a datelor (once-only), consacrat de Regulamentul (UE) 2018/1724 si pus in
aplicare la nivel national prin art. 9 din Legea nr. 242/2022.

In acest context, se impune o corelare normativé expresd, care si precizeze ci (i) PNIDP
nu constituie un punct de acces sau un mecanism de tip gateway pentru cefdteni sau alte categorii
de utilizatori, rolui sau fiind limitat la evidenta si guvernanta internd a resurselor digitale publice
si ca (i) datele gestionate prin PNIDP nu fac obiectul unor obligatii suplimentare de raportare in
masura Tn care sunt deja disponibile prin Platforma Nationald de Interoperabilitate.

in ceea ce priveste obiectivul reutilizdrii software-ului finantat din fonduri publice, stabilit
prin art. 1 alin. (4) din propunerea legislativa, acesta apare ca surclaseaza principiul reutilizarii
solutillor informatice consacrat de art. 5 alin. (1) lit. a) din Legea nr. 242/2022, precum si
mecanismele de interoperabilitate instituite prin art. 3 lit. f), art. 9 si art. 11 din aceeasi lege. In
lipsa unel corelari exprese, exista riscul instituirii unor regimuri paralele privind reutilizarea
software-ului public, aspect ce contravine art. 14 alin. (2) sau art. 16 alin. (1) din Legea nr.
24/2000 privind normele de tehnica legislativd pentru elaborarea actelor normative, republicata,
cu modificarile st completarile ulterioare.

Totodata, in opinia noastrd, ar prezenta utilitate o analiza de specialitate privind
eventualele conexiuni legislative cu Hotdrdrea Guvernului nr. 841/1995 privind procedurile de
transmitere fara platé si de valorificare a bunurilor apartindnd institutiilor publice, cu modificarile
ulterioare, sau cu Legea nr. 15/1994 privind amortizarea capitalului imobilizat in active corporale
si necorporale, republicatd, cu modificérile si completdrile ulterioare, in ceea ce priveste
procedurile de scoatere din gestiune a bunurilor care nu mai pot fi ulilizate sau amortizarea
bunurilor din patrimoniul unei institutii.

Din perspectiva tehnicii legislative, apreciem necesard o simplificare a definitiei prevdzute
la art. 3 lit. @) din propunerea legislativa, intrucat reia si amesteca elemente care fac obiectul
notiunii de ,resurse digitale publice”, definitd distinct la art. 3 fit. h) din proiect, generand confuzie
cu privire la sfera si semnificatia notiunii reglementate. In acest sens, propunem, spre eficients,
urmatorul text pentru definirea infrastructurii digitale ,fotalitatea resurselor digitale publice si a
site-urilor, portalurilor, bazelor de dafe, echipamentelor hardware si proiectelor informatice
utilizate de entitatile publice pentru furnizarea de servicii publice digitale;”.

in ceea ce priveste norma instituitd prin art. 4 alin. (3) din propunerea legislativd, care
stabileste o cooperare a DNSC cu ADR si STS in gestionarea riscurilor cibernetice, in conditiile
legii, apreciem faptul cd aceastd reglementare trebuie corelatd cu art. 37 alin. (1) lit. a) din
Ordonanta de urgentd a Guvernului nr. 155/2024 care stabileste, pe de o parte, faptul ca DNSC
se consulta si coopereazd cu ANCOM, in vederea asigurarii unui nivel comun ridicat de securitate
ciberneticd la nivel national, iar pe de altd parte faptul cd ANCOM reprezintd autoritatea
competentd sectorial in domeniul securitdtii cibernetice, potrivit prevederilor ordonantei de
urgentd in cauzd, pentru sectorul .8 Infrastructurd digitald". Prin urmare, apreciem utild
integrarea noilor dispozitil In ansamblul legislatiei existente relevante, prin utilizarea unei norme
de trimitere.
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In ceea ce priveste atributia ADR previzutd la art. 5 lit. ¢) din propunerea legislativ,
apreciem utild dezvoltarea conceptuald a activitatii de audit a datelor pe care ADR o va realiza,
nefiind precizat in text nici scopul acestui audit si nici obiectivul sdu (ce tip de date vor fi supuse
auditului ADR), astfel incat eventualele implicatii sd poatd fi prevdzute si analizate in mod
corespunzator.

De asemenea, semnalam faptul cd dispozitiile art. 7 din propunerea legislativa instituie,
prin alin. (1) si (3), obligatia de inregistrare in PNIDP a_tuturor resurselor digitale publice detinute,
utilizate si administrate in termen de 6 luni de la data intrarii in vigoare sub sanctiunea interzicerii
utilizarii la expirarea termenulul. Analiza acestor prevederi, in mod coroborat cu dispozitiile art.
21 alin. (1)° din proiect, precum si dispozitille pct. 4. "Cloud si infrastructurd’ din cadrul Anexei
15, reliefeaza existenta unui risc major din perspectiva implementarii acestor masuri generat de
complexitatea infrastructurilor digitale publice existente in cadrul autoritdtilor publice care vor
trebui relocate in Cloud-ul Guvernamental, precum si de consumul semnificativ de resurse,
inclusiv financiar, determinat de realizarea tufuror operafiunilor necesare pentru reluarea
activitdtii acestor infrastructuri si, eventual, pentru plata serviciilor catre centrele de date
certificate (acolo unde este cazul).

Propunerea ANCOM este de a elimina caracterul absolut al obligatiei de inregistrare
prevazuta la art. 7 alin. (1), prin inldturarea termenului ,toate”, astfel incat obligatia sa vizeze
exclusiv acele resurse digitale publice a caror interoperabilitate sau difuzare, in conditiile legii, hu
este de naturd sd afecteze exercitarea atributiilor entitatilor publice implicate, prin periclitarea
secretului comercial, a datelor confidentiale sau a datelor cu caracter personal.

Se observa, de asemenea, cd dispozitiile art. 7 alin. (4) din proiect instituie o interdictie
privind achizitia proiectelor digitale publice’ neinregistrate in PNIDP, in timp ce art. 7 alin. (1) din
acelasi act stabileste obligatia de inregistrare exclusiv a resurselor digitale publice, notiunile fiind
definite distinct la art. 3 lit. €) (avem in vedere referinta la notiunea de infrastructura digitald
publicd) si lit. h) din propunerea legislativa. Aceasta diferentd de obiect al reglementarii pare sa
conduca la o lipsd de corelare intre ipoteza normei si consecinta juridica instituitd, Th mdsura in
care se conditioneaza achizitia unui proiect de indeplinirea unei obligatii de inregistrare care,
potrivit definitiilor legale, vizeaza o categorie diferita de obiecte. O asemenea formulare este de
natura sa creeze incertitudine cu privire la sfera de aplicare a normei, fiind necesara clarificarea
textului, in acord cu cerintele art. 36 alin. (1) din Legea nr. 24/2000.

Se apreciazd, de asemenea, necesara integrarea dispozitiilor art. 8 alin. (1) lit. a) din
propunerea legislativa in ansamblul legislatiel In vigoare, in conformitate cu art. 13 din Legea nr.
24/2000, prin reconsiderarea notiunii de , date publice”, in corelare cu definitia informatiilor de
interes public prevazuta la art. 2 lit. b) din Legea nr. 544/2001 privind liberul acces la informatile
de interes public, cu modificarile si completarile ulterioare.

in acest sens, putem exemplifica situatia ANCOM care administreazs, in exercitarea
atributiilor lor legale, resurse digitale utilizate in activitatea de reglementare, reprezentare

> ,Toale resursele digitale publice inscrise in PNIDP trebuie s3 respecte standardele tehinice minime
prevézute in anexa nr. 17,

6 Infrastructurile digitale publice se implementeazd in Cloudul Guvernamental sau in centre de date
certificate”

7 Care sunt definite, potrivit art. 3 lit. e) din propunere, ca fiind orice "initiativd de creare, dezvoltare,
extindere sau modernizare a infrastructurii digitale publice utilizate pentru furnizarea de servicii publice
digitale, finantatd din fonduri ale bugetului de stat sau fonduri europene, indiferent de cuantumul acestora
s/ de mecanismul de cofinantare’.
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institutionald internationald sau solutionare a litigiilor intre furnizorii de retele si/sau servicii de
comunicatii electronice?, iar dezvéluirea publica a existentel sau a scopului acestor resurse poate
aduce atingere exercitarii atributiilor legale, prin afectarea regimurilor juridice aplicabile
confidentialitatii, secretului comercial ori protectiei datelor cu caracter personal.

in consecintd, se impune circumstantierea datelor supuse regimului prevazut la art. 8 alin.
(1) lit. a) la acele date aferente resurselor digitale publice care privesc activitatile autoritatilor
publice sau rezultd din acestea si a caror diseminare nu este de naturd sd compromitd principiile
confidentialitatil, secretului comercial ori protectiei datelor cu caracter personal.

Cu privire la continutul datelor aferente resursei digitale publice ce urmeaza a {7 Inscrise
in registrul specializat prevazut la art. 10 din proiectul normativ, se observa cid solicitarea de la
alin. (1) lit. e), respectiv consemnarea dovezii juridice a , detinerii sau a dreptului de utilizare,
dup¥ caz’, precum si dispozitiile alin. (2), necesitd o clarificare suplimentard. In acest sens, se
are in vedere faptul cd, in cazul anumitor licente sofiware sau aplicatii, definerea sau dreptul de
utilizare nu presupun un titlu juridic distinct, utilizarea acestora flind permisa prin simplul acces
la conditiile de licentiere sau la aplicatia respectivd. In lipsa unei precizéri corespunzitoare (a
ceea ce poate fi calificat drept dovada juridica), norma poate genera dificultdti de aplicare, contrar
cerintelor de claritate si previzibilitate prevazute la art. 36 alin. (1) din Legea nr. 24/2000.

in ceea ce priveste dispozitiile art. 16 alin. (3) din propunerea legislativé, se apreciazi
necesard evitarea unui paralelism normativ si asigurarea corelarii cu regimul juridic al raportarii
incidentelor de securitate ciberneticd, astfel cum este reglementat la art. 15-16 din Ordonanta
de urgentd a Guvernului nr. 155/2024. in acest sens, se propune utilizarea unei norme de
trimitere, in conformitate cu art. 16 din Legea nr. 24/2000, in vederea stabilirii cadrului aplicabil
raportdrii incidentelor de securitate cibernetica.

Nu fn ultimu! rénd, se observa cd anumite dispozifii ale propunerii legislative, respectiv
cele cuprinse la art. 17 alin. (4), art. 20 alin. (1), art. 21 alin. (1), precum si art. 25 alin. (1) si
(3), sunt de naturd s& afecteze exercitarea atributiilor de reglementare ale ANCOM, autoritate
public autonom3 cu personalitate juridic3, aflatd sub control parlamentar®. In mdsura in care
aceste dispozitii instituie obligatii sau mecanisme susceptibile de a influenta exercitarea
competentelor legale ale Autoritatii, ele pot fi apreciate ca reprezentand o ingerintd in autonomia
decizionald, organizatoricd si functionald a acesteia, contrar dispozitilor art. 1 alin. (1%) din
Ordonanta de urgentd a Guvernului nr. 111/2011 privind comunicatiile electronice, aprobatd, cu
modificiiri si completdiri, prin Legea nr. 140/2012, cu modificirile si completérile ulterioare. in
acest context, se impune reconsiderarea textelor mentionate, in vederea asigurarii conformitatii
cu statutul de independent al ANCOM. In acest sens, propunem urmétoarele:

a) completarea textului art. 1 alin. (5) in sensul excluderii din sfera subiectului propuneri
legislative acele entitdti publice ale caror atributii ar fi afectate de aplicarea noilor
norme: ,Prezenta lege se aplicd autoritatifor si institutiilor publice centrale si locale
precum si entitdtilor aflate in subordinea, in administrarea, sub autoritateas,
coordonarea sau controlul acestora, cu exceptia situatiffor in care, potrivit unor

8 Potrivit art. 3 din Ordonanta de urgentd a Guvernului nr. 22/2009 privind infiintarea Autoritétii Nationale
pentru Administrare si Reglementare in Comunicatii, aprobatd prin Legea nr. 113/2010, cu modificarile si
completarile ulterioare.

9 Art. 1 alin. (1) din Ordonanfa de urgentd a Guvernului nr. 111/2011 privind comunicatiile electronice,
aprobat8, cu modificari 5i completéri, prin Legea nr. 140/2012, cu modificarile si completarile ulterioare.
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dispozitii legale speciale, aplicarea prezentei legi ar aduce atingere exercitirii
atributiifor legale conferite acestora.”

b) completarea textului art. 1 alin. (7) in sensul excluderii din sfera obiectului propunerii
legislative a acelor resurse digitale publice care pot afecta exercitarea atributiilor
legale: ,Prezenta lege nu se aplica sistemelor informatice si de comunicalii care
vehiculeazd informafii clasificate, potrivit legii, precum si acelor resurse digitale publice
care sunt utilizate exclusiv pentru exercitarea unor atributif legale a caror naturd este
incompatibild cu obiectivul prezentei legi prevézut la alin. (4).”

Cu stima,

T
PP
e Presedlﬁlig,

Valeriu Stefan ZGONEA

—— Y
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