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Comisia pentru Comisia pentru comunicaţii, tehnologia 

administra~ie public ă informaţiei şi inteligenţă artificială 

Nr. XXX /687/2025/2026 Nr. LXIX/26/2026 

RAPORT COMUN 

asupra Propunerii legislative privind evidenţa şi administrarea infrastructurii 

digitale publice, precum şi pentru crearea Platformei naţionale a infrastructurii 

digitale publice 

-L651/2025-

În conformitate Cu prevederile art. 70 şi art. 77 din Regulamentul Senatului, 

republicat, în vigoare, Comisia pentru administra$ie public i Comisia pentru 

comunicaţii, tehnologia informaţiei şi inteligenţă artificial , prin adresa nr. L651/2025, 

au fost sesizate de Biroul permanent al Senatului în vederea dezbaterii şi elaborării 

raportului comun asupra Propunerii legislative privind evidenţa şi administrarea 

infrastructurii digitale publice, precum şi pentru crearea Platformei naţionale a 

infrastructurii digitale publice, avănd ca iniţiatori: Anghel Răzvan-Paul - senator USR; Cernic 

Sebastian - senator USR; Cibu Deaconu Ruxandra - senator USR; Darău Ambrozie-Irineu - senator USR; 

Dobra Elena-Adelina - senator USR; Mindru Cătălin-Emil - senator USR; Mircescu Ion-Narcis - senator USR; 

Negoi Eugen-Remus - senator USR; Oprinoiu Aurel - senator USR; Pălărie Ştefan - senator USR; Pun Ana- 

Cynthia-Ioana - senator USR; Rus Vasile-Ciprian - senator USR; Şipoş Sorin-Gheorghe - senator USR; Spătaru 

Elena-Simona - senator USR; Ştefănache Gheorghe - senator USR; Alecsandru Marius-Nicolae - deputat USR; 

Atanasiu Corina - deputat USR; Berescu Monica-Elena - deputat USR; Blaga Daniel-CodruY - deputat USR; 

Botez Mihai-Cătălin - deputat USR; Brian Cristian - deputat USR; Bulai Iulian - deputat USR; Bulearcă 

Marius-Felix - deputat USR; Coliban Allen - deputat USR; Drăgoescu Cezar-Mihail - deputat USR; Gheorghiu 

Andrei-Florin - deputat USR; Giurgiu Adrian - deputat USR; Hangan Pollyanna-Hanellore - deputat USR; Ion 

Stelian-Cristian - deputat USR; Marussi George-Nicolae - deputat USR; Murariu Dana - deputat USR; 

Paraschivescu Ovidiu-Romulus - deputat USR; Plujar Andrei George - deputat USR; Rigman Ciprian-Doru - 

deputat USR; Rodeanu Bogdan-Ionel - deputat USR; Şendroiu Vlad-Ioan - deputat USR; Stoica Alin-Bogdan 

- deputat USR; Stoica Diana - deputat USR; Tanas tefan - deputat USR; Ungureanu Emanuel-Dumitru - 

deputat USR; Văduva Dumitru - deputat USR; Wiener Adrian - deputat USR. 
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Propunerea legislativă are ca object de reglementare instituirea cadrului juridic 

pentru eviden~a, administrarea, utilizarea şi securjtatea infrastructurji digitale publice a 

României, in scopul garantării interesului public şi al consolidării increderii cetă~enilor 

in serviciile digitale publice, şi reglementarea creării, opera~ionalizării şi administrării 

Platformei na~ionale a infrastructurii digitale publice, ca instrument unic de eviden~ă, 

coordonare şi supraveghere a infrastructurii digitale publice. 

Consiliul Legislativ a avizat favorabil propunerea legislativă, conform avizului 

nr. 1062 din 17 decembrie 2025. 

Consiliul Economic şi Social a avizat favorabil propunerea legislativă, conform 

avizului nr. 7417 din 04.12.2025. 

Conform opiniei nr. 81/23.12.2025 de la Consiliul Fiscal, propunerea legislativă 

nu intruneşte cerinţele prevăzute la art. 15 aim . (1) din Legea nr. 69/2010 a 

responsabilită~ii fiscal-bugetare republicate (LRFB), care reglementează propunerile de 

acte normative care conduc la majorarea cheltuielilor bugetare. 

Serviciul de Telecomunica~ii Speciale, conform adresei nr. 10705/05.12.2025, 

sus~ine demersul de digitalizare a statului român, cu o serie de propuneri şi observa~ii. 

Ministerul Finan~elor, conform avizului nr. 886649-6/24.12.2025, nu sus~ine 

promovarea ini~iativei legislative. 

Autoritatea Na~ională pentru Administrare şi Reglementare în Comunica~ii 

a transmis o serie de observa~ii şi propuneri de modificare, conform avizului nr. 

2439/03.02.2026. 

Comisia pentru muncă, familie şi protec~ie social a avizat favorabil propunerea 

legislativă, cu majoritate de voturi. 

Comisia economic , industrii, servicii, turism şi antreprenoriat a avizat favorabil 

propunerea legislativă, cu unanimitate de voturi. 

Comisia pentru apărare, ordine public ă şi siguran na~ională a avizat favorabil 

propunerea legislativă, cu majoritate de voturi. 

În conformitate cu prevederile art. 63 din Regulamentul Senatului, republicat, in 

vigoare, la dezbaterea propunerii legislative, au participat reprezentan~i de la: Ministerul 

Economiei, Digitalizării, Antreprenoriatului şi Turismului; Ministerul Finantelor; Serviciul 

de Telecomunicatii Speciale; Autoritatea Natională pentru Administrare şi Reglemen tare fn 

Comunicatii; Directoratul National de Securitate Cibernetică; Institutul National de 

Cercetare-Dezvoltare în Informatică - ICI Bucureşti. 
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În cadrul dezbaterilor s-au formulat amendamente de către domnul senator 

Vasile-Ciprian Rus, care supuse votului, au fost admise cu unanimitate de voturi şi se 

regăsesc în anexa ce face parte integrant ă din prezentul raport comun. 

În şedinţe separate, membrii Comisiei pentru administra~ie public i ai Comisiei 

pentru comunica~ii, tehnologia informa~iei şi inteligenţă artificial ă au examinat 

propunerea legislativă şi avizele primite şi au hotărât, cu unanimitate de voturi ale celor 

prezen~i, să adopte un raport comun de admitere, cu amendamente admise. 

Comisia pentru administra~ie public i Comisia pentru comunica~ii, tehnologia 

informa~iei şi inteligenţă artificial supun votului plenului Senatului raportul comun de 

admitere, cu amendamente admise, precum şi propunerea legislativă. 

În raport cu obiectul de reglementare, propunerea legislativă face parte din 

categoria legilor ordinare şi urmează a fi adoptat în conformitate cu prevederile art. 76 

alin. (2) din Constitu~ia României, republicată. 

Potrivit art. 75 aim . (1) din Constitu~ia României, republicată, şi art. 92 aim . (7), 

pct. 1 din Regulamentul Senatului, republicat, cu modificările şi completările ulterioare, 

Senatul este prima Cameră sesizată. 

PREŞEDINTE 

Sena 

Kâroly Zsol 
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PREŞEDINTE 

Senator, 
~-, 

Vasile;Cipri4 RUS 

SECRETAR 

Senator, 

Grigore Kc Ian PEIU 



Comisia pentru comunicaţii, tehnologia informaţiei Si inteligentă artificial Anexă la Raportul comun Nr. LXIX/26/2026 

Comisia pentru administraţie publică Anexă la Raportul comun Nr. XXX/687/2025/ 2026 

AMENDAMENTE ADMISE 

la Propunerea legislativă privind evidenţa şi administrarea infrastructurii digitale publice, 

precum Si crearea Platformei Nationale a Infrastructurii Digitale Publice 

L651/2025 

Nr. 
crt. 

Text propunere legislativă Amendamente propuse Motivare/Observatii 

1 Art. 1. (1) Prezenta lege instituie cadrul juridic 
unitar pentru evidenta, administrarea, 
utilizarea şi securitatea infrastructurii digitale 
publice a României, în scopul garantării 

interesului public şi al consolidării încrederii 
cetătenilor în serviciile digitale publice. 

(2) Prezenta lege reglementează crearea, 
operationalizarea şi administrarea Platformei 
nationale a infrastructurii digitale publice, ca 
instrument unic de evidentă, coordonare şi 

supraveghere a infrastructurii digitale publice. 

Art. 1. se modifică, după cum urmează: Amendament conform sugestiei 

Consiliului legislativ, formulat 

pentru rigoarea tehnicii 

legislative, 
şi concizia normei. Acesta 

comasează textele propuse la 

art. 1 alin. (1) şi (2). 

Se propune eliminarea 
~, termenului de „supraveghere 

din textul legii pentru 

eliminarea posibilelor confuzii 

în aplicare. 

Art. 1. — (1) Prezenta lege instituie cadrul juridic 
pentru evidenţa, administrarea, utilizarea şi 

securitatea infrastructurii digitale publice a 
României, în scopul garantării interesului public şi 

al consolidării încrederii cetătenilor în serviciile 

digitale publice şi reglementează crearea, 

operationalizarea şi administrarea Platformei 

nationale a infrastructurii digitale publice, ca 
instrument unic de evidentă, coordonare şi 

administrare a infrastructurii digitale publice. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

2 Art 1. (3) Prezenta lege stabileşte atributiile 
Autoritătii pentru Digitalizarea României şi ale 

Art 1. alin. (3) se elimină. Conform pct. 5 al avizului 

Consiliului legislativ, norma 



Nr' crt. Text propunere legislativă Amendamente propuse Motivare/Observa~ii 

autorită~ilor şi institu~iilor publice centrale şi 

locale cu privire la utilizarea, integrarea şi 

responsabilitatea în domeniul infrastructurii 
digitale publice, precum şi la integrarea cu 
celelalte platforme digitale naţionale. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

propusă la aim . (3) este 
eliminată pentru că descrie o 
parte a conţinutului legii, fiind 
lipsită de eficienţă. 

3 Art 1. (4) Prezenta lege are ca obiectiv creşterea 

calită~ii, securită~ii şi accesibilită~ii serviciilor 
publice digitale, reducerea sarcinilor 
administrative pentru cetăţeni, asigurarea unui 
cadru coerent de guvernanţă a resurselor 
digitale publice, promovarea standardelor 
deschise şi transparente şi a reutilizării 

software-ului finanţat din fonduri publice. 

Art 1. alin. (4) se elimină. Conform pct. 5 al avizului 
Consiliului Legislativ, aceste 
dispoziţii sunt mai degrabă 

specifice strategiilor, trebuind 
reţinute în instrumentele de 
motivare. Autor amendamente: senator Vasile-Ciprian RUS, 

Grupul parlamentar USR 

4 (5) Prezenta lege se aplică autorită~ilor şi 

institu~iilor publice centrale şi locale, precum şi 

entită~ilor aflate în subordinea, în administrarea, 
sub autoritatea, coordonarea sau controlul 
acestora, dacă legea nu prevede altfel. 

(6) Prin excepţie de la prevederile aim . (5), 
prezenta lege nu se aplică autorităţilor sau 
institu~iilor publice din sistemul national de 
apărare, ordine public ă şi securitate na~ională. 

Art 1. alin. (S), (6) şi (7) se modifică si Amendament formulat pentru 
menţinerea rigoarei tehnicii 
legislative. 

renumerotează, după cum urmează: 

(2) Prezenta lege se aplică autorită~ilor şi 

institu~iilor publice centrale şi locale, precum şi 

entită~ilor aflate în subordonarea, coordonarea sau 
sub autoritatea acestora. 

(3) Prin excepţie de la prevederile aim . (5), prezenta 
lege nu se aplică autorităţilor sau institu~iilor 
publice din sistemul na~ional de apărare, ordine 
public i securitate na~ională. 



Nr. 
crt. 

Text propunere legislativă Amendamente propuse Motivare/Observairii 

(7) Prezenta lege nu se aplică sistemelor 
informatice si de comunicatii care vehiculează 

informaţii clasificate, potrivit legii. 

(4) Prezenta lege nu se aplică sistemelor 
informatice Si de comunicatii care vehiculează 

informaţii clasificate, potrivit legii. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

5 Art. 2. Prezenta lege are următoarele objective: 
a) constituirea şi funci ionarea Platformei 

naţionale a infrastructurii digitale publice, ca 
instrument unic de eviden~ă, coordonare şi 

supraveghere a infrastructurii digitale 
publice; 

b) crearea unui sistem unitar de registre 
specializate pentru resursele digitale utilizate 
de entităţile publice; 

c) asigurarea protejării şi valorificării dreptului 
de proprietate, dreptului de administrare sau 
de folosinţă a statului asupra resurselor 
digitale publice; 

d) creşterea securită~ji cibernetice şi a rezilien~ei 
digitale a statului, în conformitate cu legisla~ia 
na~ională şi europeană aplicabilă; 

e) integrarea infrastructurjj digitale publice în 
Cloud-ul Guvernamental şi în Platforma 
na~ională de interoperabilitate, prevăzută de 
Legea nr. 242/2022 privind schimbul de date 

Art. 2 se elimină. Amendament formulat ca 

urmare a observaţiei de la pct. 5 

din avizul Consiliului Legislativ, 

obiectivele legii nefiind necesar 

a fi trecute în cuprinsul legii. 



Nr. 
crt. 

Text propunere legislativă Amendamente propuse Motivare/Observa~ii 

între sisteme informatice şi crearea 

Platformei na~ionale de interoperabilitate, 

pentru a facilita schimbul de date între 

sisteme informatice; 

f) sporirea transparen~ei şi a accesului 

cetă~enilor la serviciile digitale publice; 

g) instituirea responsabilită~ilor şi obliga~iilor 

pentru entităţile publice în vederea declarării 

şi actualizării resurselor digitale publice; 

h) promovarea utilizării eficiente a resurselor 

digitale publice, a standardelor tehnice 

deschise şi a reutilizării software-ului 

dezvoltat din fonduri publice. 

Autor amendamente: senator Vasile-Ciprian RUS, 

Grupul parlamentar USR 

6 Art. 3. În sensul prezentei legi, expresiile de mai 

jos au următoarele semnifica~ii: 

a) infrastructură digitală publică - totalitatea 

resurselor digitale publice utilizate de 

entită~ile publice pentru furnizarea de servicii 

publice digitale, incluzând domenii, 

subdomenii, site-uri, portaluri, aplica~ii 

software, baze de date, licen~e, echipamente 

hardware şi proiecte informatice; 

b) Platforma nafională a infrastructurii digitale 

publice (PNIDP) - platform ă digital integrată, 

component ă a infrastructurii digitale publice, 

care asigură eviden a, coordonarea, 

transparenţa Si autenticitatea resurselor 

Art. 3 se renumerotează şi se modifică după cum 1. Se elimină sintagma „proiecte 

informatice" din definiţia lit, a) 

din art. 3. Se reformulează lit, a) 

pentru a corespunde cu lit. h). 

2 Se elimină paranteza 

,,(PNIDP)" din definiţia lit. b) 

din art. 3. 

3. Ca urmare a pct. 2, lit. c) va 

include întreaga denumire a 

PNIDP şi se va elimina sintagma 

„conform prezentei legi". 

urmează: 

Art. 2. In sensul prezentei legi, expresiile de mai jos 

au următoarele semnifica~ii: 

a) infrastructură digitală publică - totalitatea 

resurselor digitale publice deţinute, administrate 

sau utilizate de entită~ile publice pentru 

furnizarea de servicii publice digitale; 

b) Platforma nafională a infrastructurii digitale 

publice - platform ă digital ă integrată, 

component ă a infrastructurii digitale publice, 

care asigură eviden~a, coordonarea, 
transparenţa şi autenticitatea resurselor digitale 



Nr. 
crt. 

Text propunere legislativă Amendamente propuse Motivare/Observa~ii 

digitale publice utilizate pentru furnizarea de publice utilizate pentru furnizarea de servicii 4. Ca urmare a pct. 2, lit. i) va 

servicii publice digitale, precum şi integrarea publice digitale, precum şi integrarea registrelor include întreaga denumire a 

registrelor specializate; specializate; PNIDP. Lit. i) se reformulează ca 

c) registru specializat - component ă a PNIDP c) registru specializat - component ă a platformei urmare a sugestiei CL de la pct. 

destinată inventarierii şi autenticităţii datelor naţionale a infrastructurii digitale publice 6 din Aviz. 

informatice specifice unei categorii de resurse destinată inventarierii şi asigurării autenticităţii 

digitale publice conform prezentei legi; datelor informatice specifice unei categorii de 5. Lit. f) din art. 2 nu va mai 

d) domeniu institutional - numele domeniului de resurse digitale publice; cuprinde referirea la anexele 

internet de~inut sau administrat de o entitate d) domeniu institurional - numele domeniului de legii, ca urmare a eliminării art. 

public ; internet delinut sau administrat de o entitate 26 aim . (3). De asemenea, se 

e) project digital public - ini;iativă de creare, public ; adaugă sintagma „aprobate prin 

dezvoltare, extindere sau modernizare a e) proiect digital public - ini~iativă de creare, normele metodologice de 
infrastructurii digitale publice utilizate pentru dezvoltare, extindere sau modernizare a aplicare a legii". 

furnizarea de servicii publice digitale, 

finanţată din fonduri ale bugetului de stat, sau 

resurselor digitale publice utilizate pentru 

furnizarea de servicii publice digitale, finanţată 6. Lit. h) se reformulează pentru 

fonduri europene, indiferent de cuantumul din fonduri ale bugetului de stat, sau fonduri a elimina diferenţe Si 
acestora şi de mecanismul de cofinanţare; europene, indiferent de cuantumul acestora şi de suprapunerile cu lit, a). 

f) standard tehnic minim - cerin~e obligatorii mecanismul de cofinanţare; 

prevăzute în anexa nr. 1 privind securitatea, f) standard tehnic minim - cerin~e obligatorii 7. Lit. j) se reformulează, ca 

interoperabilitatea şi accesibilitatea privind securitatea, interoperabilitatea şi urmare a confuziei ce se poate 
infrastructurii digitale publice; accesibilitatea resurselor digitale publice, crea cu nivelurile de publicitate 

g) responsabjl digital - conducătorul entităţii aprobate prin normele metodologice de a datelor informatice. 

publice on persoana desemnată de aplicare a legii; 

conducătorul entităţii publice dintre g) responsabil digital - conducătorul entităţii 8. Lit. k) se reformulează pentru 
funcţionarii publici sau personalul contractual publice on persoana desemnată de conducătorul a asigura concizia normei. 

al aparatului de specialitate din entitatea entităţii publice dintre funcţionarii publici sau 

public ă respectivă, care îndeplineşte personalul contractual al aparatului de 9. Lit. e) se clarifică prin 
responsabilităţile prevăzute de prezenta lege; specialitate din entitatea public ă respectivă, care înlocuirea cuvântului 



Nr. 
crt. 

Text propunere legislativă Amendamente propuse Motivare/Observa~ii 

h) resurse digitale pub/ice - ansamblul de date îndeplineşte responsabilităţile prevăzute de „infrastructurii" Cu 

informatice, cum sunt aplicaţiile, domeniile prezenta lege; „resurselor". 

instituţionale, licentele, programele h) resurse digitate publice - ansamblul de date 

informatice şi alte date informatice inclusiv 

codul sursă, bazele de date, API-urile, care 

sunt utilizate, deţinute sau administrate de 

informatice, cum sunt domeniile instituţionale, 

subdomeniile institutionale, site-uri, portaluri, 

aplicatii software, baze de date, licente, codul 

entităţile publice; sursă, API-urile echipamente hardware, precum 

i) cod unic persistent - identificator unic în 

PNIDP alocat resurselor digitale publice 

şi alte date informatice, care sunt utilizate, 

deţinute sau administrate de entităţile publice; 

utilizat în mod persistent în infrastructura i) cod unic persistent - identificator unic în 

digital ă public pentru a asigura certificarea platforma national a infrastructurii digitale 

datelor informatice şi redirecţionarea publice alocat resurselor digitale publice utilizat 

controlată a utilizatorului către domeniul în mod persistent în infrastructura digitală 

sursă al resursei digitale publice; public pentru a asigura identificarea Si 

j) date informatice pub/ice - metadate şi/sau confirmarea caracterului oficial al resurselor 

informaţii tehnice despre resursele digitale digitale publice, precum şi redirecţionarea 

publice, fir ă a include conţinutul operational controlată a utilizatorului către domeniul 

al acestora; sursă al acestora; 

k) entităţi pub/ice - autoritătile publice centrale j) date informatice - once reprezentare de 

şi locale, instituţiile publice centrale şi locale, 

precum şi entitătile aflate în subordinea, în 

fapte, informaţii on concepte intr-o formă 

apt ă pentru prelucrare într-un sistem 

administrarea, sub autoritatea, coordonarea informatic; 

sau controlul acestora. k) entităţi publice - autoritătile şi instituţiile publice 

centrale şi locale, precum şi entitătile aflate în 

subordinea, în administrarea, sub autoritatea, 

coordonarea sau controlul acestora. 



Nr. 
crt. 

Text propunere legislativă Amendamente propuse Motivare/Observatii 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

7 Art. 4. (1) Se înfiintează Platforma national ă a 
infrastructurii digitale publice, administrată de 

Autoritatea pentru Digitalizarea României, 
denumit ă în continuare ADR. PNIDP este un 
sistem informatic de interes national. 

(2) Serviciul de Telecomunicaţii Speciale, 
denumit în continuare STS, asigură serviciile de 
infrastructură şi comunicatii necesare 
operationalizării şi functionării PNIDP, în baza 
cerinţelor operationale transmise de ADR. 

(3) Directoratul National de Securitate 
Cibernetică, denumit în continuare DNSC, poate 
stabili cerinţe specifice de securitate cibernetică 

a datelor informatice cuprinse în PNIDP, 
monitorizează conformarea cu aceste cerinte Si 

cooperează Cu ADR şi STS în gestionarea 
riscurilor cibernetice în condiţiile legii. 

(4) Modul de cooperare între ADR, STS şi DNSC, 
în vederea aducerii la îndeplinire a prezentei legi, 
se stabileşte prin ordin comun al conducătorilor 

acestor instituţii, încheiat şi publicat în 
Monitorul Oficial al României, Partea I în termen 

Art. 4 se renumerotează si devine art. 3, şi se modifică

după cum urmează: 

Art. 3. (1) Se înfiinţează Platforma national a 
infrastructurii digitale publice, denumit ă în 
continuare PNIDP, administrată de Autoritatea 
pentru Digitalizarea României, denumit ă în 
continuare ADR. PNIDP este un sistem informatic de 
interes national. 

(2) Serviciul de Telecomunicatii Speciale, denumit 
în continuare STS, asigură serviciile de 
infrastructură şi comunicatii necesare 
operationalizării şi functionării PNIDP, în baza 
cerintelor operationale transmise de ADR. 

(3) Directoratul National de Securitate Cibernetică, 

denumit în continuare DNSC, poate stabili cerinţe 

specifice de securitate cibernetică a datelor 
informatice cuprinse în PNIDP, monitorizează 

conformarea Cu aceste cerinţe şi cooperează Cu ADR 
şi STS în gestionarea riscurilor cibernetice în 
condiţiile legii. 

1. Se adaugă prescurtarea 
„PNIDP", ca urmare a eliminării 

sale din art. 2. 
2. Alin. (4) al art. 3 se 
reformulează ca urmare a 
sugestiei de la pct. 7 din Avizul 
CL. 



Nr. 
crt. 

Text propunere legislativă Amendamente propuse Motivare/Observa~ii 

de 90 de zile de la data intrării în vigoare a 
prezentei legi. 

(4) În termen de 90 de zile de la data intrării în 
vigoare a prezentei legi, mecanismele de 

cooperare instituţională dintre ADR, STS şi 

DNSC pentru aplicarea acesteia se stabilesc prin 
ordinul comun al preşedintelui ADR, 
directorului STS şi directorului DNSC, care se 

public n Monitorul Oficial al României, Partea 
I. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

8 Art. 5. ADR exercită, în calitate de administrator 
al PNIDP, următoarele atribuţii principale: 
a) proiectează, implementează, operează şi 

administrează PNIDP; 
b) stabileşte Si actualizează standardele tehnice 

de funcţionare ale PNIDP; 

c) auditează datele Si monitorizează 

conformarea entităţilor publice cu prezenta 
lege; 

d) integrează PNIDP cu alte platforme naţionale 

digitale; 
e) administrează registrele specializate 

prevăzute de prezenta lege; 
f) public anual un raport de conformitate şi 

indicatorii de performanţă ai infrastructurii 
digitale publice; 

Art. 5 se renumerotează si devine art. 4, Si se modifică Lit. c) se reformulează ca 

urmare a sugestiei CL de la pct. 

8 din Aviz. 

Lit. d) se reformulează ca 

urmare a sugestiei CL de la pct. 

8 din Aviz. 

Lit. g) se reformulează 

ca urmare a sugestiei CL de la 

pct. 8 din Aviz. 

după cum urmează: 

Art. 4. ADR exercită, în calitate de administrator al 
PNIDP, următoarele atribuţii principale: 
a) proiectează, implementează, operează şi 

administrează PNIDP; 
b) stabileşte şi actualizează standardele tehnice de 

funcţionare ale PNIDP; 
c) auditează datele informatice şi monitorizează 

respectarea de către entităţile publice a 
prevederilor prezentei legi; 

d) asigură integrarea PNIDP Cu alte platforme 
naţionale digitale; 

e) administrează registrele specializate prevăzute 

de prezenta lege; 
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g) colaborează cu DNSC, STS şi alte instituţii 

publice competente în domeniul securităţii 

cibernetice Si al administrării infrastructurii 

digitale publice. 

f) public anual un raport de conformitate şi 

indicatorii de performanţă ai infrastructurii 

digitale publice; 

g) colaborează Cu DNSC, STS şi autorităţile 

competente în domeniul securităţii 

cibernetice prevăzute de Legea nr. 58/2023 

privind securitatea si apărarea cibernetică a 

României, precum şi pentru modificarea şi 

completarea unor acte normative. 

Autor amendamente: senator Vasile-Ciprian RUS, 

Grupul parlamentar USR 

9 Art. 6. (1) PNIDP se implementează gradual, 

registrele fiind dezvoltate şi integrate treptat, 

potrivit calendarului stabilit prin normele 

metodologice. 

(2) PNIDP este proiectată modular, astfel încât să 

permit ă adăugarea de noi registre sau 

funcţionalităţi în funcţie de evoluţia tehnologică 

şi de nevoile administraţiei publice centrale şi 

locale. 

Art. 6 se renumerotează si devine art. 5, si se modifică

după cum urmează: 

Art. 5. (1) PNIDP se implementează gradual, 

registrele Hind dezvoltate şi integrate treptat, 

potrivit calendarului stabilit prin normele 

metodologice de aplicare a legii. 

(2) PNIDP este proiectată modular, astfel încât să 

permit ă adăugarea de noi registre sau 

funcţionalităţi în funcţie de evoluţia tehnologică şi 

de nevoile administraţiei publice centrale şi locale. 

Autor amendamente: senator Vasile-Ciprian RUS, 

Grupul parlamentar USR 

La alin. (1) din art. 6 se adaugă 

sintagma „de aplicare a legii". 
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10 Art. 7. (1) Entităţile publice prevăzute la art. 1 
aim . (5), prin responsabilii digitali, înregistrează 

în PNIDP toate resursele digitale publice 

deţinute, utilizate şi administrate în termen de 6 

luni de la data intr ării în vigoare a prezentei legi. 

(2) După înregistrarea datelor informatice în 
PNIDP, modificările aduse resurselor digitale 

publice se realizează de responsabilul digital în 

termen de 15 zile de la producerea lor. În cazuri 

urgente, modificarea se realizează cu celeritate 

fără ca termenul să oată de p i 5 zile. p pv

(3) La expirarea termenului prevăzut la aim . (1), 
resursele digitale publice neînregistrate în

PNIDP nu mai pot fi utilizate de entităţile publice. 

(4) Nu pot fi finanţate, achiziţionate şi nu pot face 
obiectul modernizării proiecte digitale publice 

neînregistrate în PNIDP. Proiectele digitale 
publice vor fi înregistrate într-o secţiune 

distinct ă în PNIDP. 

(5) Fiecărei resurse digitale publice i se atribuie 

un cod unic persistent, folosit pe toate 
platformele digitale publice în care resursa 

digital public este utilizată, în subsolul sau în 
antetul interfeţelor digitale on a portalurilor 

web deţinute, utilizate sau administrate de 

Art. 7se renumerotează si devine art. 6, şi se modifică Alin. (1) al art. 7 se 
reformulează pentru a asigura o 
claritate mai ridicată. 

Alin. (2) se modifică în sensul 
indicat de Ministerul Justiţiei, 

prin includerea modului de 
calcul a termenului de 5 zile Si 

data de la care acesta începe să 

cur ă. g 

Alin. (3) se reformulează astfel 
încât să asigure o sancţiune 

eficientă dar proporţională, 

pentru a nu crea blocaje 
institutionale. 
Alin. (4) se reformulează ca 
urmare a pct. 10 din Avizul CL. 

La aim . (5) se adaugă sintagma 
„de aplicare a legii". 
La aim . (6), sintagma cod unic 
persistent se înlocuieşte cu cea 
„cod unic sursă", pentru a 
diferenţia între codul unic 
persistent atribuit resurselor 
digitale publice şi codul unic 
sursă atribuit entităţilor 

după cum urmează: 

Art. 6. (1) În termen de 6 luni de la data intrării 

in vigoare a prezentei legi, entităţile publice 

prevăzute la art. 1 alin. (2), prin responsabilii 

digitali, înregistrează în PNIDP toate resursele 
digitale publice deţinute, utilizate şi administrate. 

(2) După înregistrarea datelor informatice în 

PNIDP, modificările aduse resurselor digitale 
publice se realizează de responsabilul digital în 
termen de 15 zile de la producerea lor. În cazuri 

urn  g ente, modificarea se realizează cu celeritate fără 

ca termenul să poată depăşi 5 zile calendaristice 
pde la data roducerii modifică

rii.

(3) La expirarea termenului prevăzut la alin. (1), 
ADR notifică entitătile publice care nu i-au 
îndeplinit obligaţia de înregistrare Si stabileşte 

un termen de conformare de 3O de zile. 

(4) Nu pot fi finanţate, achiziţionate şi nu pot face 
obiectul modernizării resurse digitale publice 
neînregistrate în PNIDP. 

(5) Fiecărei resurse digitale publice i se atribuie un 

cod unic persistent, folosit pe toate platformele 
digitale publice în care resursa digital public este 
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entităţile publice, după un model stabilit potrivit 
normelor metodologice. 

(6) Fiecărei entităţi publice i se atribuie un cod 
unic persistent, folosit drept marcă de 
provenienţă în toate înscrisurile electronice 
emise de entitatea public ă şi pe toate platformele 
publice digitale pentru a determina sursa şi 

redirecţionarea controlată către domeniul 
institutional oficial al entităţii publice. 

utilizată, în subsolul sau în antetul interfeţelor 

digitale on a portalurilor web deţinute, utilizate sau 
administrate de entităţile publice, după un model 
stabilit potrivit normelor metodologice de aplicare 
a legii. 

(6) Fiecărei entităţi publice i se atribuie un cod unic 
sursă, folosit drept marcă de provenienţă în toate 
înscrisurile în formă electronic emise de 
entitatea public i pe toate platformele publice 
digitale pentru a determina sursa şi redirecţionarea 

controlată către domeniul institutional oficial al 
entităţii publice. 

(7) Codurile unice persistente Si codurile unice 
sursă vor fi făcute publice pe portalul informatic 
national prevăzut la art. 21 alin. (1). 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

publice. De asemenea, se 
înlocuieşte sintagma „înscrisuri 
electronice" cu sintagma 
„înscrisuri în formă 

electronic", în conformitate cu 
punctul de vedere al 
Ministerului Justiţiei. 

Se adaugă alin (7) pentru 
sporirea calităţii publicităţii 

acestor coduri. 

11 Art. 8. (1) Datele din PNIDP se clasifică astfel: 
a) date publice - acele date informatice 

referitoare la existenţa, scopul resurselor 
digitale publice precum şi la informarea 
cetăţenilor în vederea asigurării transparenţei 

şi certificării oficialităţii datelor informatice, 
care sunt accesibile tuturor cetăţenilor; 

Art. 8 se renumerotează si devine art. 7, şi se modifică Lit. a) de la art. 8 se 
reformulează pentru a asigura 
fluenţa limbajului, potrivit pct. 
11 din avizul CL. De asemenea, 
se are în vedere punctul de 
vedere al Ministerului Justiţiei 

în reformularea soluţiei 

după cum urmează: 

Art. 7. (1) Datele informatice din PNIDP se clasifică 

astfel: 
a) date publice - date informatice privind 

identificarea Si scopul resurselor digitale 
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b) date interne - acele date informatice 

referitoare la structura tehnică intern, care 

sunt accesibile responsabililor digitali, ADR, 

STS şi DNSC; 

c) date sensibile - acele date informatice 

referitoare la elemente critice de securitate 

cibernetică, care sunt accesibile ADR, STS Si 
DNSC, după caz, în conformitate cu procedura 

prevăzută de lege şi prin normele 

metodologice elaborate pentru asigurarea 

securităţii cibernetice a infrastructurii digitale 

publice. 

(2) Datele publice sunt accesibile utilizatorilor 

potrivit art. 22-24. 

(3) Regimul de acces şi protecţie a datelor 

informatice interne şi sensibile se stabileşte prin 

norme metodologice. 

b) 

c) 

publice destinate informării publicului în 

vederea asigurării transparenţei şi 

confirmării caracterului oficial al acestora, 

care sunt accesibile oricărei persoane, cu 

respectarea legislaţiei privind protecţia 

datelor cu caracter personal, a respectării 

secretului comercial şi al principiului 

confidenţialităţii informaţiilor clasificate; 

date interne - date informatice referitoare la 

structura tehnică intern, altele decât datele 

sensibile, care sunt accesibile responsabililor 

digitali, ADR, STS şi DNSC; 

date sensibile - date informatice referitoare la 

elemente critice de securitate cibernetică, care 

sunt accesibile ADR, STS Si DNSC, după caz, in 

conformitate cu normele metodologice de 

aplicare a legii. 

(2) Datele publice sunt accesibile utilizatorilor 

potrivit art. 21-23. 

(3) Regimul de acces şi protecţie a datelor 

informatice interne şi sensibile se stabileşte prin 

norme metodologice. 

Autor amendamente: senator Vasile-Ciprian RUS, 

Grupul parlamentar USR 

normative. 

Lit. b) va include sintagma 

„altele decât datele sensibile", 

pentru a delimita sfera acestora 

de datele sensibile. 

Se propune redefinirea noţiunii 

de date publice, conform 

sugestiilor ANCOM. 
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12 Art. 9. (1) PNIDP este alcătuită din registre 

specializate destinate inventarierii categoriilor 

de resurse digitale publice utilizate de entită~ile 

publice. 

(2) Registrele specializate sunt următoarele: 

a) registrul domeniilor şi subdomeniilor 

instituţionale; 

b) registrul adreselor de email oficiale ale 

entităţilor publice; p 
c) registrul site-urilor şi portalurilor publice; 

d) registrul aplica~iilor şi platformelor digitale; 

e) registrul licen~elor software; 

f) registrul echipamentelor hardware şi al altor 

active IT; 

g) registrul proiectelor digitale publice; 

(3) Registrele specializate constituie surse 

autentice de date, dacă au fost înregistrate în 

PNIDP. 

(4) ADR administrează registrele specializate şi 

integrează datele informatice conţinute în PNIDP 

în Registrul naţional al registrelor potrivit art. 8 

din Legea nr. 242/2022. 

Art. 9 se renumerotează si devine art. 8, şi se modifică Lit. b), c) şi f) din aim . (2) a art. 

9 se modifică conform sugestiei 

de la pct. 12 făcută de CL. 

La aim . (3) de adaugă sintagma 

privind resursele digitale 

publice", Si se înlocuieşte 

sintagma „dacă au fost 

î î nregistrate n PNIDP", conform 

sugestiei de la pct. 12 din avizul 

CL. 

Alin. (4) se reforumeală pentru 

a asigura normei o claritate 

sporită, conform avizului CL de 

la pct. 12. 

după cum urmează: 

Art. 8. (1) PNIDP este alcătuită din registre 

specializate destinate inventarierii categoriilor de 

resurse digitale publice utilizate de entită~ile 

publice. 

(2) Registrele specializate sunt următoarele: 

a) registrul domeniilor şi subdomeniilor 

instituţionale; 

b) registrul adreselor de poştă electronic ale 

entităţilor publice; 

c registrul site-urilor i ortalurilor digitale ale ) g ş p g 
entităţilor publice; 

d) registrul aplica~iilor informatice şi platformelor 

digitale; 

e) registrul licen~elor software; 

f) registrul echipamentelor hardware şi al altor 

active IT de tip hardware; 

g) registrul proiectelor digitale publice; 

(3) Registrele specializate constituie surse 

autentice de date privind resursele digitale 

publice. 

(4) ADR administrează registrele specializate din 

cadrul PNIDP Si asigură înscrierea informaţiilor 

referitoare la acestea in Registrul national al 
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registrelor potrivit art. 8 din Legea nr. 
242/2022 privind schimbul de date între 

sisteme informatice si crearea Platformei 

naţionale de interoperabilitate. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

13 Art. 10. (1) Pentru fiecare resursă digital ă 

publică declarat ntr-un registru specializat se 
înscriu cel pu~in următoarele date generale: 

a) denumirea resursei şi identificarea acesteia; 
b) entitatea public ă care deţine, administrează 

sau utilizează resursa public digital ; 
c) datele publice de contact ale responsabilului 

digital, fără a aduce atingere datelor cu 
caracter personal ale acestuia; 

d) detalii tehnice esenliale, inclusiv configura~ii, 
versiuni şi certificări de securitate; 

e) dovada juridic ă a de~inerii sau a dreptului de 
utilizare, după caz; 

f) data înregistrării şi starea de func~ionare 
curentă; 

g) codul unic persistent atribuit de PNIDP. 

(2) Pentru categoriile de resurse care implică 

licen~e, contracte sau alte acte juridice, registrul 

Art. 10 se renumerotează si devine art. 9, şi se La lit. c) din aim . (1) a art. 10 se 

elimină sintagma „fără a aduce 
atingere datelor de contact ale 

acestuia" conform sugestiei din 

Avizul CL (pct. 13). 

Alin. (3) se reformulează pentru 

a asigura calitatea normei 

conform standardelor de 
tehnică legislativă, conform 
propunerii CL. 

Lit. e) se modifică la sugestia 

ANCOM. 

modifică după cum urmează: 

Art. 9. (1) Pentru fiecare resursă digital ă public ă 

declarat ntr-un registru specializat se înscriu cel 

pu~in următoarele date generale: 
a) denumirea resursei şi identificarea acesteia; 
b) entitatea public care define, administrează sau 

utilizează resursa public digital ; 
c) datele publice de contact ale responsabilului 

digital; 

d) detalii tehnice esen~iale, inclusiv configura~ii, 
versiuni şi certificări de securitate; 

e) dovada juridic ă a de~inerii sau a dreptului de 
utilizare, dacă este cazul; 

f) data înregistrării şi starea de func~ionare 
curentă; 

g) codul unic persistent atribuit de PNIDP. 
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cuprinde şi referin~e la documenta~ia tehnică 

corespunzătoare sau la temeiul legal aplicabil. 

(3) Nu se înscriu în registrele specializate date cu 

caracter personal conform Regulamentului (UE) 

2016/679 al Parlamentului European şi al 

Consiliului din 27 aprilie 2016 privind protec~ia 
persoanelor fizice în ceea ce priveşte prelucrarea 
datelor cu caracter personal şi privind libera 
circulaxie a acestor date şi de abrogare a 
Directivei 95/46/CE, pus în aplicare prin Legea 

nr. 190/2018, cu modificările ulterioare. 

(2) Pentru categoriile de resurse care implică 

licen~e, contracte sau alte acte juridice, registrul 

cuprinde şi referin~e la documentaxia tehnică 

corespunzătoare sau la temeiul legal aplicabil. 

(3) Nu se înscriu în registrele specializate date cu 
caracter personal astfel cum sunt definite în 
Regulamentul (UE) 2016/679 al Parlamentului 
European şi al Consiliului din 27 aprilie 2016 
privind protec~ia persoanelor fizice în ceea ce 

priveşte prelucrarea datelor cu caracter personal şi 

privind libera circulalie a acestor date şi de 

abrogare a Directivei 95/46/CE (Regulamentul 
general privind protecţia datelor). 

Autor amendamente: senator Vasile-Ciprian RUS, 

Grupul parlamentar USR 

14 Art. 11. Înscrierea datelor informatice si 

operarea modificărilor în registrele specializate 
se realizează în termenele prevăzute la art. 7 alin. 

(1) şi (2). 

Art. 11 se renumerotează Si devine art. 10 si se Amendament formulat ca 
urmare a eliminării art. 2. 

De asemenea, se are în vedere 
pct. 12 din Punctul de vedere al 
Ministerului Justiţiei. 

modifică după cum urmează: 

Art. 10. Înregistrarea datelor informatice şi 

operarea modificărilor în registrele specializate se 
realizează în termenele prevăzute la art. 6. aim . (1) 

i(2). 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 
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15 Art. 12. (1) Pe lângă informa;iile prevăzute la 
art. 10, registrele specializate cuprind date 
specifice fiecărei categorii de resurse digitale 
publice, denumită schema de date pentru 
registre, având conţinutul prevăzut în anexa nr. 
2

(2) ADR stabileşte prin normele metodologice 
elemente suplimentare specifice fiecărui 

registru, formatele şi schemele de date, precum 
şi regulile de acces la datele registrelor în funcţie 

de categoriile prevăzute la art. 8. 

(3) După înregistrarea registrului licenţelor 

software în PNIDP, licen~ele software neutilizate 
şi disponibile vor fi redistribuite între entită~ile 

publice, cu avizul conform al ADR, pentru a evita 
risipa resurselor digitale publice, dacă 

dispoziţiile legale sau contractul încheiat de 
entitatea public ă care deţine, foloseşte sau 
administrează în mod legal resursa digital ă 

publică nu interzic acest lucru. 

Art. 12 se renumerotează si devine art. 11, şi se În cazul art. 12 aim . (1), fiindcă 

sunt eliminate anexele la lege, 

trebuie operată modificarea 
corespunzătoare. 

modifică după cum urmează: 

Art. 11. (1) Pe lângă informa~iile prevăzute la 
art. 10, registrele specializate cuprind date specifice 
fiecărei categorii de resurse digitale publice, 
denumită schema de date pentru registre, al cărei 

conţinut se aprobă prin normele metodologice 
de aplicare a legii. 

(2) Guvernul stabileşte prin normele 
metodologice de aplicare a legii elemente 
suplimentare specifice fiecărui registru, formatele 
şi schemele de date, precum şi regulile de acces la 
datele registrelor în funcţie de categoriile prevăzute 

la art. 7 aim . (1). 

(3) După înregistrarea registrului licenţelor 

software în PNIDP, licen~ele software neutilizate şi 

disponibile vor fi redistribuite între entită~ile 

publice, cu avizul conform al ADR, pentru a evita 
risipa resurselor digitale publice, dacă dispoziţiile 

legale sau contractul încheiat de entitatea publică 

care deţine, foloseşte sau administrează în mod 
legal resursa digital ă public ă nu interzic acest lucru. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 
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16 Art. 13. (1) Registrele specializate sunt corelate 
între ele prin utilizarea codului unic persistent şi 

a altor chei de referinţă sau API-uri, pentru a 
asigura coerenţa, autenticitatea Si unicitatea 
datelor informatice sau a resurselor digitale 
publice. 

(2) Este interzisă duplicarea funcţională a 
datelor informatice între resursele digitale 
publice care utilizează codul unic persistent, cu 
excepţia copiilor de siguranţă şi a replicilor 
necesare funcţionării şi integrităţii 

infrastructurii digitale publice sau a sistemului 
informatic din care face parte. Codul unic 
persistent va fi folosit drept cod de referinţă 

pentru a face trimitere utilizatorului la datele 
informatice sursă. 

(3) PNIDP este operaţionalizată astfel încât să 

efectueze validări informatice automate si 
transmiterea erorilor şi blocajelor pe care le 
întâmpină responsabilii digitali către ADR. 

Art. 13 se renumerotează si devine art. 12, şi se Art. 13 se modifică conform 

sugestiilor făcute de CL de la 

pct. 15 din aviz, pentru a 
asigura soluţiei normative o 

calitate mai ridicată. 

modifică după cum urmează: 

Art. 12. (1) Registrele specializate sunt corelate 
între ele prin utilizarea codului unic persistent şi a 
altor chei de referinţă sau a interfeţelor de 

programare a aplicaţiilor, pentru a asigura 
coerenţa, autenticitatea şi unicitatea datelor 
informatice sau a resurselor digitale publice. 

(2) Este interzisă duplicarea funcţională a datelor 
informatice între resursele digitale publice care 
utilizează codul unic persistent, cu excepţia copiilor 

de siguranţă şi a replicilor necesare funcţionării şi 

integrităţii infrastructurii digitale publice sau a 
sistemului informatic din care face parte. Codul unic 
persistent va fi folosit drept cod de referinţă pentru 
facilita accesul utilizatorilor la datele informatice 
sursă. 

(3) PNIDP este proiectată şi dezvoltată astfel încât 
să permit ă efectuarea validărilor informatice 
automate şi semnalarea erorilor sau blocajelor pe 
care le întâmpină responsabilii digitali către ADR. 

17 Art. 14. (1) Entităţile publice au obligaţia de a 
desemna un responsabil digital pentru 

Art. 14 se renumerotează si devine art. 13, si se Amendamentul vizează 

renumerotarea articolului ca 
urmare a eliminării art. 2, Si 

modifică după cum urmează: 
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gestionarea şi actualizarea resurselor digitale 

publice în conformitate cu prezenta lege. 

(2) În absenţa desemnării unui responsabil 

digital, obligaţiile prevăzute de prezenta lege 

revin conducătorului entităţii publice. 

(3) Mai multe entităţi publice pot desemna un 

responsabil digital comun, dacă persoana este 

funcţionar public sau personal contractual al 

structurii comune a entităţilor publice, al 

entităţii publice ierarhic superioare on doar al 

uneia dintre entităţile publice respective, în baza 

unui protocol avizat consultativ de ADR. 

(4) ADR asigură instruirea initial şi periodic a 

responsabililor digitali. 

Art. 13. (1) Entităţile publice au obligaţia de a 

desemna un responsabil digital pentru gestionarea 

şi actualizarea resurselor digitale publice in 

conformitate cu prezenta lege. 

(2) În absenţa desemnării unui responsabil digital, 

obligaţiile prevăzute de prezenta lege revin 

conducătorului entităţii publice. 

(3) Mai multe entităţi publice pot desemna, în baza 

unui protocol avizat de ADR, un responsabil 

digital comun, dacă persoana este funcţionar public 

sau personal contractual al structurii comune a 

entităţilor publice, al entităţii publice ierarhic 

superioare on doar al uneia dintre entităţile publice 

respective. 

(4) ADR asigură instruirea iniţială şi periodic ă a 

responsabililor digitali. 

Autor amendamente: senator Vasile-Ciprian RUS, 

Grupul parlamen tar USR 

modificarea aim . (3) pentru o 
formulare mai fluent ă a 

limbajului. 

18 Art. 15. Responsabilul digital are următoarele 

atribuiii principale: 

a) înscrierea, modificarea şi actualizarea datelor 

informatice in PNIDP a resurselor digitale 

utilizate de entitatea publică; 

Art. 15 se renumerotează si devine art. 14, şi se Lit. a), e) şi lit. f) se modifică 

conform sugestiei CL din avizul 

său (pct. 17). 

Lit. c) se modifică in sensul 

modifică după cum urmează: 

Art. 14. Responsabilul digital are următoarele 

atribuţii principale: 
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b) verificarea periodic ă a corectitudinii datelor 
informatice înscrise în registrele specializate; 

c) notificarea ADR în legătură cu modificările 

semnificative sau incidentele cibernetice 
apărute; 

d) colaborarea Cu ADR, STS si DNSC în cadrul 
auditului Si al controalelor de securitate 
cibernetică; 

e) asigurarea respectării standardelor tehnice 
minime prevăzute în anexa nr. 1; 

f) îndeplineşte once alte atributii stabilite prin 
actele normative incidente sau prin normele 
metodologice de aplicare a prezentei legi. 

a) înscrierea, modificarea Si actualizarea în PNIDP 
a datelor informatice referitoare la resursele 
digitale publice; 

b) verificarea periodic a corectitudinii datelor 
informatice înscrise în registrele specializate; 

c) notificarea ADR în legătură cu modificările 

semnificative în ceea ce priveşte resursele 
digitale publice sau incidentele cibernetice 
apărute; 

d) colaborarea cu ADR, STS si DNSC în cadrul 
auditului Si al controalelor de securitate 
cibernetică; 

e) asigurarea respectării standardelor tehnice 
minime; 

f) once alte atributii stabilite prin legi speciale 
sau prin normele metodologice de aplicare a 
legii. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

indicat de Ministerul Justitiei, la 
pct. 16.1 

19 Art. 16. (1) Responsabilul digital transmite ADR 
rapoarte anuale în formatul stabilit în normele 
metodologice. 

(2) În exercitarea atributiilor sale, responsabilul 
digital cooperează cu ADR pentru 
implementarea măsurilor de securitate, pentru 

Art. 16 se renumerotează si devine art. 15, si se 
modifică după cum urmează: 

Art. 15. (1) Responsabilul digital transmite ADR 
rapoarte anuale în formatul stabilit în normele 
metodologice. 

Se propune adăugarea 

sintagmei „de îndată" în alin. (3) 
al art. 16, conform sugestiei CL. 

Se modifică teza final ă de la alin. 
(3) în sensul propus de 
Ministerul Justiţiei la punctul 
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actualizarea registrelor şi pentru îmbunătă~irea 

func~ionării PNIDP. 

(3) Responsabilul digital realizează notificarea 

incidentelor de securitate cibernetic ă de îndată 

către DNSC, prin platforma de raportare 

prevăzută de Ordonanţa de urgenţă a Guvernului 

nr. 155/2024 privind instituirea unui cadru 

pentru securitatea cibernetic ă a re~elelor şi 

sistemelor informatice din spa~iul cibernetic 

national civil, aprobată cu modificări 

completări prin Legea nr. 124/2025. 

Si 

(2) În exercitarea atribu~iilor sale, responsabilul 

digital cooperează cu ADR pentru implementarea 
măsurilor de securitate, pentru actualizarea 
registrelor şi pentru îmbunătă~irea func~ionării 

PNIDP. 

(3) Responsabilii digitali ai entităţilor publice 
prevăzute la art. 7 aim . (1) din OUG nr. 
155/2024 privind instituirea unui cadru pentru 
securitatea cibernetic ă a re;elelor şi sistemelor 
informatice din spa~iul cibernetic na~ional civil 
realizează de îndată notificarea incidentelor de 
securitate cibernetic ă de îndată către DNSC, prin 

Platforma naţională pentru raportarea 
incidentelor de securitate cibernetică 

prevăzută la art. 20 din Legea nr. 58/2023 
privind securitatea Si apărarea cibernetic ă a 
României, precum Si pentru modificarea şi 

completarea unor acte normative. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

17.3. 

20 Art. 17. (1) Resursele digitale publice 
înregistrate în PNIDP se supun dispoziţiilor 

Ordonanţei de urgenţă a Guvernului nr. 

155/2024, aprobată cu modificări şi completări 

Art. 17 se renumerotează si devine art. 16, Si se 

modifică după cum urmează: 

Art. 16. (1) Resursele digitale publice 
înregistrate in PNIDP intră sub incidenţa 

Alin. (1) al art. 17 se modifică 

conform sugestiei din Avizul CL 
de la pct. 19. 

La aim . (3) se elimină sintagma 



Ni. 
crt. Text propunere legislativă Amendamente propuse Motivare/Observaţii 

prin Legea nr. 124/2025. Prevederile art. 4 aim . 
(3) se aplică în mod corespunzător. 

(2) Pentru asigurarea respectării obligaţiilor de 
inventariere, înregistrare şi conformare la 
standardele PNIDP, ADR verifică periodic şi 

dispune măsuri de remediere pentru a face 
funcţionale registrele specializate Si sistemele de 
date integrate. 

(3) STS asigură, potrivit competenţelor legale, 
măsuri operaţionale de securitate cibernetică şi 

testări tehnice asupra serviciilor furnizate 
pentru PNIDP, găzduită în Cloudul Privat 
Guvernamental, componenta de Cloud Intern. 

(4) Entităţile publice au obligaţia să 

implementeze măsurile corective stabilite în 
urma controalelor şi a auditurilor prevăzute la 
alin. (1)-(3). Termenele de remediere se stabilesc 
prin raportul de control sau audit întocmit de 
instituţia public, ţinând cont de riscurile critice 
constatate. 

dispoziţiilor Ordonanţei de urgenţă a 
Guvernului nr. 155/2024, aprobată cu 
modificări şi completări prin Legea nr. 
124/2025. 

(2) Pentru asigurarea respectării obligaţiilor de 
inventariere, înregistrare şi conformare la 
standardele PNIDP, ADR verifică periodic şi dispune 
măsuri de remediere pentru a face funcţionale 

registrele specializate şi sistemele de date integrate. 

(3) STS asigură, potrivit competenţelor legale, 
măsuri operaţionale de securitate cibernetică şi 

testări tehnice asupra serviciilor furnizate 
pentru PNIDP. 

(4) Entităţile publice au obligaţia să 

implementeze măsurile corective stabilite în 
urma controalelor şi auditurilor. Termenul de 
remediere se stabileşte prin raportul de control 
sau audit întocmit de instituţia public
competent . 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

„găzduită în Cloudul Privat 
Guvernamental, componenta 
Cloud intern" pentru a evita 
paralelismul cu art. 19. 

Alin. (4) din art. 17 se modifică 

conform sugestiei CL de la pct. 
19 din Aviz. De asemenea, se dă 

aplicare pct. 18.2 din Punctul de 
vedere al Ministerului Justiţiei. 

21 Art. 18. (1) Toate registrele specializate din 
PNIDP se integrează cu Platforma naţională de 

Art. 18 se renumerotează si devine art. 17, şi se Alin. (2) se elimină ca urmare a 
sugestiei CL de la pct. 20 din modifică după cum urmează: 
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interoperabilitate, pentru schimbul de date 
securizat şi automatizat între entităcile publice, 

cu respectarea cadrului legal aplicabil. 

(2) Entităţile publice vor respecta dispoziţiile 

Legii nr. 242/2022, inclusiv în ceea ce priveşte 

interdictia de a solicita documente sau informatii 

care sunt disponibile şi integrate în PNIDP şi 

Platforma naţională de interoperabilitate. 

(3) În caz de neconcordantă între datele 
informatice înscrise în PNIDP şi cele cuprinse în 

alte evidence publice, până la proba contrară 

prevalează datele informatice înscrise PNIDP. 

Art. 17. (1) Toate registrele specializate din PNIDP 

se integrează cu Platforma naţională de 

interoperabilitate, pentru schimbul de date 

securizat şi automatizat între entităţile publice, cu 

respectarea cadrului legal aplicabil. 

(2) În caz de neconcordantă între datele 

informatice înscrise în PNIDP Si cele cuprinse în alte 

evidence publice, până la proba contrară, 

prevalează datele informatice înscrise PNIDP. 

(3) Datele gestionate prin PNIDP nu fac obiectul 

unor obliga;ii suplimentare de raportare în 

măsura in care sunt deja disponibile prin 

Platforma Na#ională de interoperabilitate. 

Aviz, iar alin. (3) devine alin. 
(2). 

Adăugarea alin. (3) survine ca 
urmare a propunerii ANCOM 

pentru o corelare normativă 

expresă. 

22 Art. 19. PNIDP este găzduit şi operat în cadrul 
Cloudului Privat Guvernamental, componenta de 
Cloud Intern. 

Art. 19 se renumerotează si devine art. 18: 

Art. 18. PNIDP este găzduit şi operat în cadrul 
Cloudului Privat Guvernamental, componenta de 

Cloud Intern. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

Amendament formulat ca 
urmare a eliminării art. 2 

23 Art. 20. (1) Aplicaţiile, platformele şi celelalte 
resurse digitale publice dezvoltate/finanţate din 
fonduri publice, susceptibile de reutilizare, sunt 
puse la dispoziţia altor entităţi publice, cu 

Art. 20 se renumerotează si devine art. 19, şi se 
modij că după cum urmează: 

În cazul alin. (3) se adaugă 

sintagma „publice". 

Alin. (4) se reformulează 
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respectarea standardelor de securitate şi a Art. 19. (1) Aplicaţiile, platformele şi celelalte conform sugestiei CL de la pct. 

legislaţiei speciale aplicabile, potrivit art. 12 aim . resurse digitale publice dezvoltate/finanţate 21 din aviz. 

(3). 

(2) Entitatea public interesată, prin 

din fonduri publice, susceptibile de reutilizare, 
sunt puse la dispoziţia altor entităţi publice, cu 

respectarea standardelor de securitate şi a 
În aim . (5) se elimină teza final , 
căci aceasta descrie un circuit 

responsabilul digital, adresează o cerere către legislaţiei speciale aplicabile. intern de transmitere a 
entitatea deţinătoare sau administratoare a documentelor, nefiind necesară 
resursei digitale publice, specificând scopul (2) Entitatea public ă interesată, prin responsabilul pentru a fi prevăzută în lege. 
utilizării, necesitatea şi justificarea tehnică. digital, adresează o cerere către entitatea 

deţinătoare sau administratoare a resursei digitale De asemenea, la aim . (5), se dă 
(3) În termen de 15 zile de la primirea solicitării, 

responsabilul digital al entităţii solicitate 
realizează o evaluare preliminară prin care 
analizează justificarea şi fezabilitatea tehnică şi 

transmite ADR o solicitare de aviz conform 

publice, specificând scopul utilizării, necesitatea şi 

justificarea tehnică. 

(3) În termen de 15 zile de la primirea solicitării, 

responsabilul digital al entităţii publice solicitate 

aplicare pct. 20.4 din Punctul de 

vedere al Ministerului Justiţiei. 

pentru preluarea sau redistribuirea resursei realizează o evaluare preliminară prin care 

digitale publice, însoţită de rezultatul evaluării analizează justificarea şi fezabilitatea tehnică şi 

preliminare. ADR emite avizul conform în transmite ADR o solicitare de aviz conform pentru 
termen de 15 zile de la primirea evaluării preluarea sau redistribuirea resursei digitale 
preliminare a entităţii publice. publice, însoţită de rezultatul evaluării preliminare. 

ADR emite avizul conform în termen de 15 zile de la 
(4) În cazul avizului favorabil, entităţii solicitante 
i se oferă acces la functiile tehnice ale resursei 
digitale publice, care, după caz, poate fi utilizarea 

primirea evaluării preliminare a entităţii publice. 

(4) În cazul avizului favorabil al ADR, entităţii 

cod sursă, API, documentaţie tehnică on pachete publice solicitante i se acordă acces la elementele 
de instalare şi altele, în condiţiile stabilite prin 
normele metodologice. 

tehnice ale resursei digitale publice, constând, 

după caz, în codul sursă, interfeţele de 
programare a aplicaţiilor, documentaţia 



Nr. 
crt. 

Text propunere legislativă Amendamente propuse Motivare/Observa~ii 

(5) Cererea poate fi respinsă motivat pentru 

motive de incompatibilitate tehnică, limitări on 

interdicţii legale sau contractuale, riscuri de 

securitate, indisponibilitatea temporară 

documentată a resursei digitale publice, precum 

Si pentru alte motive similare. Motivarea cererii 

se transmite responsabilului digital al entităţii 

publice solicitante. Acesta va înainta 

documentaţia, împreună cu avizul ADR şi 

celelalte documente către entitatea public ă care 

a depus cererea. 

tehnică, pachetele de instalare şi alte 

componente tehnice, în condiţiile stabilite prin 

normele metodologice de aplicare a legji. 

(5) Cererea poate fi respinsă motivat, prin ordin al 

Preşedintelui ADR, pentru motive de 

imposibilitate tehnică, limitări on interdicţii legale 
şi/sau contractuale, riscuri de securitate 

cibernetică, indisponibilitatea temporară, precum 

şi pentru alte motive objective similare care nu 

permit ca resursa digital ă public să fie 

reutiliată de o alt entitate public.. Motivarea 

respingerii cererii se transmite responsabilului 

digital al entităţii publice solicitante. 

Autor amendamente: senator Vasile-Ciprian RUS, 

Grupul parlamentar USR 

24 Art. 21. (1) Toate resursele digitale publice 
înscrise în PNIDP trebuie să respecte standardele 
tehnice minime prevăzute în anexa nr. 1. 

(2) ADR public ă şi actualizează anual o list ă a 

standardelor tehnice obligatorii pentru 

administraţia public . 

Art. 21 se renumerotează şi devine art. 20, Si se Amendamentul este formulat ca 

urmare a eliminării anexelor, 

cuprinsul acestora fiind 

elaborat de autoritatea 

competent , prin normele 

metodologice de aplicare a legii. 

modifică după cum urmează: 

Art. 20. (1) Toate resursele digitale publice 

înscrise în PNIDP trebuie să respecte 

standardele tehnice minime. 

(2) ADR actualizează anual lista standardelor 

tehnice minime. 
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Autor amendamente: senator Vasile-Ciprian RUS, 

Grupul parlamentar USR 

25 Art. 22. (1) ADR pune la dispoziţia cetăţenilor 

datele publice, înregistrate în PNIDP, pe portalul 
informatic national https://data.gov.ro/, prin 
care once persoană poate verifica autenticitatea 
şi apartenenţa resursei digitale publice la o 
entitate public . 

(2) Mecanismul de trasabilitate şi transparenţă a 
datelor se bazează pe codurile unice persistente 

atribuite fiecărei resurse digitale sau entităţi 

publice. 

Art. 22 se renumerotează şi devine art. 21, şi se Amendament formulat ca 

urmare a eliminării art. 2. modifică, după cum urmează: 

Art. 21. (1) ADR pune la dispoziţia cetăţenilor 

datele publice, înregistrate în PNIDP, pe portalul 
informatic national https://data.gov.ro/, prin care 
once persoană poate verifica autenticitatea şi 

apartenenţa resursei digitale publice la o entitate 
public . 

(2) Mecanismul de trasabilitate şi transparenţă a 
datelor se bazează pe codurile unice persistente 

atribuite fiecărei resurse digitale şi codului unic 
sursă al entitătii publice. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

26 Art. 23. (1) ADR public anual pe site-ul 
instituţional propriu un raport privind gradul de 
conformare a entităţilor publice la prezenta lege. 

(2) Raportul include indicatori privind: 
a) numărul de resurse digitale înscrise în PNIDP; 

Art. 23 se renumerotează şi devine art. 22, Si se La aim . (1) se elimină termenul 

institutional deoarece este 

sup erfluu. 

Alin. (2) se elimină ca urmare a 

sugestiei CL din avizul său (pct. 
22). 

modifică după cum urmează: 

Art. 22. - ADR public ă anual pe site-ul propriu un 
raport privind gradul de conformare a entităţilor 

publice cu dispoziţiile prezentei legi, pe care îl 
comunică comisiilor de specialitate ale 
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b) procentul de conformare pe fiecare tip de 
registru; 

c) starea de accesibilitate a site-urilor şi 

portalurilor; 
d) gradul de utilizare a licenţelor software; 

e) măsurile de securitate implementate. 

(3) Raportul se public ă pe site-ul ADR şi se 
transmite Parlamentului. 

Parlamentului, până la data de 15 martie a 
fiecărui an, pentru anul calendaristic precedent. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

Alin. (3) se elimină pentru a 

evita dublarea normelor legale. 

De asemenea, se dă aplicare pct. 
23 din Punctul de vedere al 
Ministerului justiţiei. 

27 Art. 24. (1) Toate platformele digitale ale 
entităţilor publice trebuie să respecte 
standardele internaţionale de accesibilitate 
digital pentru persoanele cu dizabilităti. 

(2) ADR colaborează cu Consiliul National al 
Dizabilitătii din România şi cu organizaţiile de 
profil pentru monitorizarea respectării acestor 
standarde. 

Art. 24 se renumerotează si devine art. 23, şi se Cu privire la aim . (1), se elimină 

cuvantul „toate", Hind 

superfluu. 

Alin. (2) se reformulează ca 

urmare a sugestiei CL de la pct. 
23 din Aviz. 

modifică după cum urmează: 

Art. 23. (1) Platformele digitale ale entităţilor 

publice trebuie să respecte standardele 
internaţionale de accesibilitate digital pentru 
persoanele cu dizabilităţi. 

(2) ADR colaborează cu Consiliul National al 
Dizabilitătii din România Si cu Autoritatea 
Naţională pentru Protectia Drepturilor 
Persoanelor cu Dizabilităţi pentru monitorizarea 
respectării standardelor de accesibilitate 
digital pentru persoanele cu dizabilităţi. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 
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28 Art. 25. (1) Constituie contraven~ie, în măsura în 

care nu este săvârşită în astfel de condi~ii încât să 

fie considerată, potrivit legii penale, infrac~iune, 

nerespectarea de către responsabilii digitali sau 

de conducătorii entităţilor publice a dispoziţiilor 

art. 7 alin. (1)-(3), art. 13 aim . (2), art. 17 aim . (4). 

(2) Contraven~iile prevăzute la alin. (1) se 

sanc~ionează Cu amend ă de la 5.000 lei la 10.000 

lei. 

(3) Constituie contravenţie utilizarea de către 

entităţile publice de domenii sau subdomenii 

instituţionale neintegrate în registrul domeniilor 

şi subdomeniilor instituţionale şi se sancţionează 

cu amenda de la 5.000 lei la 15.000 lei. 

(4) Constatarea contraven~iilor prevăzute la aim . 

(1) şi (3) şi aplicarea sanc~iunii aferente se fac de 

către ADR. 

(5) Contraven~iilor prevăzute de prezenta lege le 

sunt aplicabile dispozi~iile Ordonan~ei 

Guvernului nr. 2/2001 privind regimul juridic al 

contraven~iilor, aprobată cu modificări şi 

completări prin Legea nr. 180/2002, cu 

modificările şi completările ulterioare. 

Art. 25 se renumerotează şi devine art. 24, şi se Alin. (1) al art. 25 se modifică 

conform sugestiei CL din avizul 

său (pct. 24). 

Alin. (2) se elimină, conţinutul 

acestuia fiind preluat în aim . 
(1) 

Alin. (3) se elimină, deoarece se 

suprapune, într-o oarecare 

măsură, cu prevederea de la 

aim . (1). 

Alin. (4) devine aim . (2) ca 

urmare a renumerotării 

alineatelor Si se modifică în 

sensul sugestiilor realizate de 

CL în aviz. 

Alin. (5) devine aim . (3) ca 

urmare a renumerotării 

alineatelor şi ca urmare a 

plasării asle înaintea aim . (6). 

Alin. (6) devine aim . (4), 

conform modificărilor operate 

mai sus. 

modifică după cum urmează: 

Art. 24. (1) Constituie contraven~ie, dacă nu au 

fost săvârşite în astfel de condi~ii încât să fie 

considerate, potrivit legii penale, infrac~iuni, 

nerespectarea de către responsabilii digitali sau de 

conducătorii entităţilor publice a obligaţiilor art. 6 

aim . (1)-(3), art. 12 aim . (2), art. 16 aim . (4), art. 

19 aim . (1) şi se sanc1ionează cu amend ă de la 

5.000 lei la 10.000 lei. 

(2) Constatarea contraven;iilor şi aplicarea 

sanc≥riunilor prevăzute la aim . (1) se fac de către 

personalul împuternicit din cadrul Autorităţii 

pentru Digitalizarea României. 

(3) Repetarea contravenţiilor prevăzute la aim . 

(1) într-un interval de 6 luni de la constatarea 

primei fapte se sancţionează, pe lângă amend, cu 

suspendarea accesului la funcţionalităţile PNIDP 

aferente până la data conformării. 

(4) Contraven~iilor prevăzute de prezenta lege le 

sunt aplicabile dispozi~iile Ordonan~ei Guvernului 

nr. 2/2001 privind regimul juridic al 

contraven~iilor, aprobată cu modificări şi 
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(6) Repetarea contravenţiilor într-un interval de 

6 luni de la constatarea primei fapte atrage, pe 

lângă amend, suspendarea accesului la 

funcţionalităţile PNIDP aferente până la 

conformare. 

completări prin Legea nr. 180/2002, cu modificările 

şi completările ulterioare. 

Autor amendamente: senator Vasile-Ciprian RUS, 

Grupul parlamentar USR 

29 Art. 26. (1) Prezenta lege intră în vigoare la 6 

luni de la data publicării în Monitorul Oficial al 

României, Partea I. 

(2) În termen de 60 de zile de la data intrării în 

vigoare a prezentei legi, Guvernul va adopta prin 

hotărâre norme de aplicare a acesteia, care se 

publică în Monitorul Oficial al României, Partea I. 

(3) Anexele nr. 1 şi 2 fac parte integrant ă din 

prezenta lege. 

Art. 26 se renumerotează şi devine art. 25, şi se Alin. (2) se modifică în sensul 

sugerat de CL în avizul său, la 

pct. 25. 

Alin. (3) se elimină. 

modifică după cum urmează: 

Art. 25. (1) Prezenta lege intră în vigoare la 6 luni 

de la data publicării în Monitorul Oficial al 

României, Partea I. 

(2) În termen de 60 de zile de la data intrării în 

vigoare a prezentei legi, Guvernul va adopta prin 

hotărâre normele metodologice de aplicare a 

acesteia. 

Autor amendamente: senator Vasile-Ciprian RUS, 

Grupul parlamentar USR 

30 Anexa nr. 1: Standardele tehnice minime 

obligatorii 

Se elimină anexa nr. 1. În ceea ce priveşte anexele de la 

prezenta lege, conform 

sugestiei făcute CL, acestea vor 

fi eliminate fiindcă continut un 

caracter preponderent tehnic, 
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Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 

care trebuie aprobate prin 

normele metodologice de 

aplicare a legii. 

31 Anexa nr. 2: Schema de date pentru registrele 

PNIDP 

Se elimină anexa nr. 2. În ceea ce priveşte anexele de la 

prezenta lege, conform 

sugestiei făcute CL, acestea vor 
fi eliminate fiindcă continut un 

caracter preponderent tehnic, 

care trebuie aprobate prin 

normele metodologice de 
aplicare a legii. 

Autor amendamente: senator Vasile-Ciprian RUS, 
Grupul parlamentar USR 




