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LEGE privind evidenta si administrarea infrastructurii digitale publice, precum
si pentru crearea Platformei Nationale a Infrastructurii Digitale publice

Capitolul 1. Dispozitii generale

Art. 1. (1) Prezenta lege instituie cadrul juridic unitar pentru evidents,
administrarea, utilizarea si securitatea infrastructurii digitale publice a Romaniei,
n scopul garantdrii interesului public si al consolidarii increderii cetdtenilor in
serviciile digitale publice.

(2) Prezenta lege reglementeaza crearea, operationalizarea si administrarea
Platformei nationale a infrastructurii digitale publice, ca instrument unic de
evidenta, coordonare si supraveghere a infrastructurii digitale publice. *

(3) Prezenta lege stabileste atributiile Autoritatii pentru Digitalizarea Romaniei si
ale autoritatilor si institutiilor publice centrale si locale cu privire la utilizarea,
integrarea si responsabilitatea Tn domeniul infrastructurii digitale publice, precum
si la integrarea cu celelalte platforme digitale nationale.

(4) Prezenta lege are ca obiectiv cresterea calitatii, securitatii si accesibilitatii
serviciilor publice digitale, reducerea sarcinilor administrative pentru cetdteni,
asigurarea unui cadru coerent de guvernanta a resurselor digitale publice,
promovarea standardelor deschise si transparente si a reutilizarii software-ului
finantat din fonduri publice.

(5) Prezenta lege se aplicd autoritdtilor si institutiilor publice centrale si locale,
precum si entitatilor aflate Tn subordinea, in administrarea, sub autoritatea,
coordonarea sau controlul acestora, daca legea nu prevede altfel.

(6) Prin exceptie de la prevederile alin. (5), prezenta lege nu se aplica autoritatilor
sau institutiilor publice din sistemul national de aparare, ordine publica si
securitate nationala. _

(7) Prezenta lege nu se aplicd sistemelor informatice si de comunicatii care
vehiculeaza informatii clasificate, potrivit legii.

Art. 2. Prezenta lege are urmatoarele obiective:

a) constituirea si functionarea Platformei nationale a infrastructurii digitale
publice, ca instrument unic de evidenta, coordonare si supraveghere a
infrastructurii digitale publice;

b} crearea unui sistem unitar de registre specializate pentru resursele digitale
utilizate de entitatile publice;

c) asigurarea protejarii si valorificrii dreptului de proprietate, dreptului de
administrare sau de folosinta a statului asupra resurselor digitale publice;

d) cresterea securitatii cibernetice si a rezilientei digitale a statului, in
conformitate cu legislatia nationala si europeana aplicabila;
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e) integrarea infrastructurii digitale publice Tn Cloud-ul Guvernamental si in
Platforma nationala de interoperabilitate, prevazuta de Legea nr. 242/2022
privind schimbul de date intre sisteme informatice si crearea Platformei
nationale de interoperabilitate, pentru a facilita schimbul de date ntre sisteme
informatice;

f) sporirea transparentei si a accesului cetatenilor la serviciile digitale publice;

g) instituirea responsabilitatilor si obligatiilor pentru entitdtile publice n vederea
declararii si actualizarii resurselor digitale publice;

h) promovarea utilizirii eficiente a resurselor digitale publice, a standardelor
tehnice deschise si a reutilizarii software-ului dezvoltat din fonduri publice.

Art. 3. Tn sensul prezentei legi, expresiile de mai jos au urmatoarele semnificatii:

a) infrastructurd digitald publicd - totalitatea resurselor digitale publice utilizate
de entitatile publice pentru furnizarea de servicii publice digitale, incluzind
domenii, subdomenii, site-uri, portaluri, aplicatii software, baze de date,
licente, echipamente hardware si proiecte informatice;

b) Platforma nationald a infrastructurii digitale publice (PNIDP) - platforma
digitala integrata, componenta a infrastructurii digitale publice, care asigura
evidenta, coordonarea, transparenta si autenticitatea resurselor digitale
publice utilizate pentru furnizarea de servicii publice digitale, precum si
integrarea registrelor specializate;

¢) registru specializat - componentd a PNIDP destinata inventarierii si
autenticitatii datelor informatice specifice unei categorii de resurse digitale
publice conform prezentei legi;

d) domeniu institutional - numele domeniului de internet detinut sau administrat
de o entitate public3;

e) proiect digital public - initiativa de creare, dezvoltare, extindere sau
modernizare a infrastructurii digitale publice utilizate pentru furnizarea de
servicii publice digitale, finantata din fonduri ale bugetului de stat, sau fonduri
europene, indiferent de cuantumul acestora si de mecanismul de cofinantare;

f) standard tehnic minim - cerinte obligatorii prevazute Tn anexa nr. 1 privind
securitatea, interoperabilitatea si accesibilitatea infrastructurii digitale publice;

g) responsabil digital - conducatorul entitatii publice ori persoana desemnata de
conducdtorul entitdtii publice dintre functionarii publici sau personalul
contractua!l al aparatului de specialitate din entitatea publica respectiva, care
indeplineste responsabilitatile prevazute de prezenta lege;

h) resurse digitale publice - ansamblul de date informatice, cum sunt aplicatiile,
domeniile institutionale, licentele, programele informatice si alte date
informatice inclusiv codul sursa, bazele de date, API-urile, care sunt utilizate,
detinute sau administrate de entitatile publice;

i) cod unic persistent - identificator unic in PNIDP alocat resurselor digitale
publice utilizat Tn mod persistent n infrastructura digitala publicd pentru a
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asigura certificarea datelor informatice si redirectionarea controlata a
utilizatorului catre domeniul sursa al resursei digitale publice;

date informatice publice - metadate si/sau informatii tehnice despre resursele
digitale publice, fara a include continutul operational al acestora;

entitdti publice - autoritatile publice centrale si locale, institutiile publice
centrale si locale, precum si entitatile aflate in subordinea, in administrarea,
sub autoritatea, coordonarea sau controlul acestora.

Capitolul Il. Platforma nationala a infrastructurii digitale publice

Art. 4. (1) Se infiinteaza Platforma nationald a infrastructurii digitale publice,
administratd de Autoritatea pentru Digitalizarea Romaniei, denumita In continuare
ADR. PNIDP este un sistem informatic de interes national.

(2) Serviciul de Telecomunicatii Speciale, denumit n continuare STS, asigura
serviciile de infrastructura si comunicatii necesare operationalizarii si functionarii
PNIDP, in baza cerintelor operationale transmise de ADR.

(3) Directoratul National de Securitate Ciberneticd, denumit in continuare DNSC,
poate stabili cerinte specifice de securitate cibernetica a datelor informatice
cuprinse in PNIDP, monitorizeaza conformarea cu aceste cerinte si coopereaza cu
ADR si STS in gestionarea riscurilor cibernetice n conditiile legii.

(4) Modul de cooperare Tntre ADR, STS si DNSC, in vederea aducerii la indeplinire a
prezentei legi, se stabileste prin ordin comun al conducatorilor acestor institutii,
incheiat si publicat in Monitorul Oficial al Romaniei, Partea 1 n termen de 90 de
zile de la data intrarii In vigoare a prezentei legi.

Art. 5. ADR exercita, in calitate de administrator al PNIDP, urmatoarele atributii

principale:

a) proiecteaza, implementeaza, opereaza si administreaza PNIDP;

b) stabileste si actualizeaza standardele tehnice de functionare ale PNIDP;

c) auditeazi datele si monitorizeaza conformarea entitdtilor publice cu prezenta
lege;

d) integreaza PNIDP cu alte platforme nationale digitale;

&) administreaza registrele specializate prevazute de prezenta lege;

f) publicd anual un raport de conformitate si indicatorii de performanti ai
infrastructurii digitale publice;

g) colaboreazd cu DNSC, STS si alte institutii publice competente in domeniul
securitatii cibernetice si al administrarii infrastructurii digitale publice.

Art. 6. (1) PNIDP se implementeaza gradual, registrele fiind dezvoltate si integrate
treptat, potrivit calendarului stabilit prin normele metodologice.
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(2) PNIDP este proiectata modular, astfel ncit sd permita addugarea de noi registre
sau functionalitati in functie de evolutia tehnologica si de nevoile administratiei
publice centrale si locale.

Art. 7. (1) Entitatile publice prevazute la art. 1 alin. (5), prin responsabilii digitali,
inregistreazd in PNIDP toate resursele digitale publice detinute, utilizate si
administrate in termen de 6 luni de la data intrarii Tn vigoare a prezentei legi.

(2) Dupi inregistrarea datelor informatice Tn PNIDP, maodificirile aduse resurselor
digitale publice se realizeaza de responsabilul digital in termen de 15 zile de la
producerea lor. in cazuri urgente, modificarea se realizeazi cu celeritate fara ca
termenul sa poata depasi 5 zile.

{3) La expirarea termenului prevazut la alin. (1), resursele digitale publice
neinregistrate in PNIDP nu mai pot fi utilizate de entitatile publice.

(4) Nu pot fi finantate, achizitionate si nu pot face obiectul modernizarii proiecte
digitale publice neinregistrate n PNIDP. Proiectele digitale publice vor fi
Inregistrate Tntr-o sectiune distincta in PNIDP.

(5) Fiecdrei resurse digitale publice i se atribuie un cod unic persistent, folosit pe
toate platformele digitale publice in care resursa digitala publica este utilizata, Tn
subsolul sau Tn antetul interfetelor digitale ori a portalurilor web detinute, utilizate
sau administrate de entitdtile publice, dupa un model stabilit potrivit normelor
metodologice.

(6) Fiecdrei entitdti publice i se atribuie un cod unic persistent, folosit drept marca
de provenienta in toate inscrisurile electronice emise de entitatea publica si pe
toate platformele publice digitale pentru a determina sursa si redirectionarea
controlata catre domeniul institutional oficial al entitatii publice.

Art. 8. (1) Datele din PNIDP se clasifica astfel:

a) date publice — acele date informatice referitoare la existenta, scopul resurselor
digitale publice precum si la informarea cetatenilor in vederea asigurarii
transparentei si certificarii oficialitatii datelor informatice, care sunt accesibile
tuturor cetatenilor;

b) date interne - acele date informatice referitoare la structura tehnica interna,
care sunt accesibile responsabililor digitali, ADR, STS si DNSC;

c) date sensibile - acele date informatice referitoare la elemente critice de
securitate cibernetica, care sunt accesibile ADR, STS si DNSC, dupa caz, in
conformitate cu procedura prevazuta de lege si prin normele metodologice
elaborate pentru asigurarea securitatii cibernetice a infrastructurii digitale
publice.
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(2) Datele publice sunt accesibile utilizatorilor potrivit art. 22-24.

(3)

Regimul de acces si protectie a datelor informatice interne si sensibile se

stabileste prin norme metodologice.

Capitolul Ill. Registre specializate

Art.9. (1) PNIDP este alcatuita din registre specializate destinate inventarierii
categoriilor de resurse digitale publice utilizate de entitatile publice.

(2) Registrele specializate sunt urmatoarele:

a)
b)
c)
d)
e)
f)
g)

(3)

registrul domeniilor si subdomeniilor institutionale;
registrul adreselor de email oficiale ale entitatilor publice;
registrul site-urilor si portalurilor publice;

registrul aplicatiilor si platformelor digitale;

registrul licentelor software;

registrul echipamentelor hardware si al altor active IT;
registrul proiectelor digitale publice;

Registrele specializate constituie surse autentice de date, daca au fost

Tnregistrate in PNIDP.

(4)

ADR administreaza registrele specializate si integreaza datele informatice

continute Tn PNIDP in Registrul national al registrelor potrivit art. 8 din Legea nr.
242(2022,

Art.10. (1) Pentru fiecare resursa digitala publici declaratd ntr-un registru
specializat se inscriu cel putin urmatoarele date generale:

a)
b)

c)

(2)

denumirea resursei si identificarea acesteia;

entitatea publica care detine, administreaza sau utilizeaza resursa publica
digitala;

datele publice de contact ale responsabilului digital, fara a aduce atingere
datelor cu caracter personal ale acestuia;

detalii tehnice esentiale, inclusiv configuratii, versiuni si certificri de
securitate;

dovada juridica a detinerii sau a dreptului de utilizare, dupa caz;

data Tnregistrarii si starea de functionare curents;

codul unic persistent atribuit de PNIDP.

Pentru categoriile de resurse care implica licente, contracte sau alte acte

juridice, registrul cuprinde si referinte la documentatia tehnica corespunzatoare
sau la temeiul legal aplicabil.
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(3) Nu se inscriu Tn registrele specializate date cu caracter personal conform
Regulamentului (UE) 2016/679 al Parlamentului European si al Consiliului din 27
aprilie 2016 privind protectia persoanelor fizice in ceea ce priveste prelucrarea
datelor cu caracter personal si privind libera circulatie a acestor date si de
abrogare a Directivei 95/46/CE, pus in aplicare prin Legea nr. 190/2018, cu
modificarile ulterioare.

Art.11. Tnscrierea datelor informatice si operarea modificirilor in registrele
specializate se realizeaza in termenele prevazute la art. 7 alin. (1) si (2).

Art.12. (1) Pe langa informatiile prevazute la art.10, registrele specializate cuprind
date specifice fiecarei categorii de resurse digitale publice, denumitd schema de
date pentru registre, avdnd continutul prevazut in anexa nr. 2.

(2) ADR stabileste prin normele metodologice elemente suplimentare specifice
fiecarui registru, formatele si schemele de date, precum si regulile de acces la
datele registrelor in functie de categoriile prevazute la art. 8.

(3) Dupa inregistrarea registrului licentelor software Tn PNIDP, licentele software
neutilizate si disponibile vor fi redistribuite Tntre entitatile publice, cu avizul
conform al ADR, pentru a evita risipa resurselor digitale publice, dacd dispozitiile
legale sau contractul Tncheiat de entitatea publicd care detine, foloseste sau
administreaza Tn mod tegal resursa digitala publica nu interzic acest lucru.

Art.13. (1) Registrele specializate sunt corelate ntre ele prin utilizarea codului unic
persistent si a altor chei de referinta sau APIl-uri, pentru a asigura coerenta,
autenticitatea si unicitatea datelor informatice sau a resurselor digitale publice.

(2) Este interzisa duplicarea functionalda a datelor informatice Tntre resursele
digitale publice care utilizeaza codul unic persistent, cu exceptia copiilor de
siguranta si a replicilor necesare functionarii si integritatii infrastructurii digitale
publice sau a sistemului informatic din care face parte. Codul unic persistent va fi
folosit drept cod de referinta pentru a face trimitere utilizatorului la datele
informatice sursa.

(3) PNIDP este operationalizata astfel Tncat sa efectueze validari informatice
automate si transmiterea erorilor si blocajelor pe care le intdmpina responsabilii
digitali catre ADR.
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Capitolul IV. Responsabilul digital

Art. 14. (1) Entitatile publice au obligatia de a desemna un responsabil digital
pentru gestionarea si actualizarea resurselor digitale publice in conformitate cu
prezenta lege.

(2) TIn absenta desemndrii unui responsabil digital, obligatiile prevdzute de
prezenta lege revin conducatorului entitatii publice.

(3) Mai multe entitati publice pot desemna un responsabil digital comun, daca
persoana este functionar public sau personal contractual al structurii comune a
entitatilor publice, al entitatii publice ierarhic superioare ori doar al uneia dintre
entitatile publice respective, in baza unui protocol avizat consultativ de ADR.

(4) ADR asigura instruirea initiala si periodica a responsabililor digitali.

Art. 15. Responsabilul digital are urmatoarele atributii principale:

a) Tnscrierea, modificarea si actualizarea datelor informatice in PNIDP a resurselor
digitale utilizate de entitatea publica;

b) verificarea periodica a corectitudinii datelor informatice inscrise in registrele
specializate;

c) notificarea ADR in legdturda cu modificirile semnificative sau incidentele
cibernetice aparute;

d) colaborarea cu ADR, STS si DNSC in cadrul auditului si al controalelor de
securitate cibernetica;

e) asigurarea respectarii standardelor tehnice minime prevazute in anexa nr. 4;

f) indeplineste orice alte atributii stabilite prin actele normative incidente sau
prin normele metodologice de aplicare a prezentei legi.

Art. 16. (1) Responsabitul digital transmite ADR rapoarte anuale Tn formatul stabilit
in normele metodologice.

(2) In exercitarea atributiilor sale, responsabilul digital coopereazi cu ADR pentru
implementarea masurilor de securitate, pentru actualizarea registrelor si pentru
imbunatatirea functionarii PNIDP.

(3) Responsabilul digital realizeazd notificarea incidentelor de securitate
cibernetica de indata catre DNSC, prin platforma de raportare previzutd de
Ordonanta de urgenta a Guvernului nr. 155/2024 privind instituirea unui cadru
pentru securitatea cibernetica a retelelor si sistemelor informatice din spatiul
cibernetic national civil, aprobatda cu modificari si completdri prin Legea nr
124/2025.
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Capitolul V. Securitatea cibernetica si auditul institutional

Art. 17. (1) Resursele digitale publice Tnregistrate Tn PNIDP se supun dispozitiilor
Ordonantei de urgenta a Guvernului nr. 155/2024, aprobata cu modificari si
completari prin Legea nr. 124/2025. Prevederile art. 4 alin. (3) se aplicd Tn mod
corespunzator.

(2) Pentru asigurarea respectdrii obligatiilor de inventariere, inregistrare si
conformare la standardele PNIDP, ADR verifica periodic si dispune masuri de
remediere pentru a face functionale registrele specializate si sistemele de date
integrate.

(3) STS asigura, potrivit competentelor legale, masuri operationale de securitate
cibernetica si testari tehnice asupra serviciilor furnizate pentru PNIDP, gazduita Tn
Cloudul Privat Guvernamental, componenta de Cloud Intern.

(4) Entitatile publice au obligatia sa implementeze masurile corective stabilite Tn
urma controalelor si a auditurilor prevazute la alin. (1)-(3). Termenele de remediere
se stabilesc prin raportul de control sau audit intocmit de institutia publica, tindnd
cont de riscurile critice constatate.

Capitolul VI. Interoperabilitatea datelor publice

Art. 18. (1) Toate registrele specializate din PNIDP se integreazd cu Platforma
nationald de interoperabilitate, pentru schimbul de date securizat si automatizat
ntre entitatile publice, cu respectarea cadrului legal aplicabil.

(2) Entitatile publice vor respecta dispozitiile Legii nr. 242/2022, inclusiv in ceea ce
priveste interdictia de a solicita documente sau informatii care sunt disponibile si
integrate in PNIDP si Platforma nationala de interoperabilitate.

(3) In caz de neconcordantd intre datele informatice inscrise in PNIDP si cele
cuprinse Th alte evidente publice, pana la proba contrard prevaleaza datele
informatice Tnscrise PNIDP.

Art. 19. PNIDP este gazduit si operat in cadrul Cloudului Privat Guvernamental,
componenta de Cloud Intern.

Art. 20. (1) Aplicatiile, platformele si celelalte resurse digitale publice
dezvoltate/finantate din fonduri publice, susceptibile de reutilizare, sunt puse la
dispozitia altor entitati publice, cu respectarea standardelor de securitate si a
legislatiei speciale aplicabile, potrivit art. 12 alin. (3).
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(2) Entitatea publica interesatd, prin responsabilul digital, adreseaza o cerere catre
entitatea detinatoare sau administratoare a resursei digitale publice, specificand
scopul utilizarii, necesitatea si justificarea tehnica.

(3) Tn termen de 15 zile de la primirea solicitarii, responsabilul digital al entitatii
solicitate realizeaza o evaluare preliminara prin care analizeaza justificarea si
fezabilitatea tehnica si transmite ADR o solicitare de aviz conform pentru preluarea
sau redistribuirea resursei digitale publice, nsotita de rezultatul evaluarii
preliminare. ADR emite avizul conform n termen de 15 zile de la primirea evaluarii
preliminare a entitatii publice.

(4) Tn cazul avizului favorabil, entitatii solicitante i se oferd acces la functiile
tehnice ale resursei digitale publice, care, dupa caz, poate fi utilizarea cod sursa,
API, documentatie tehnica ori pachete de instalare si altele, in conditiile stabilite
prin normele metodologice.

(5) Cererea poate fi respinsa motivat pentru motive de incompatibilitate tehnica,
limitari ori interdictii legale sau contractuale, riscuri de securitate,
indisponibilitatea temporara documentata a resursei digitale publice, precum si
pentru alte motive similare. Motivarea cererii se transmite responsabilului digital al
entitatii publice solicitante. Acesta va inainta documentatia, impreund cu avizul
ADR si celelalte documente catre entitatea publica care a depus cererea.

Art. 21. (1) Toate resursele digitale publice Tnscrise Tn PNIDP trebuie sa respecte
standardele tehnice minime prevazute in anexa nr. 1.

(2) ADR publica si actualizeaza anual o listd a standardelor tehnice obligatorii
pentru administratia publica.

Capitolul VII. Transparenta datelor si relatia publica cu cetatenii

Art. 22, (1) ADR pune la dispozitia cetatenilor datele publice, Tnregistrate in PNIDP,
pe portalul informatic national https://data.gov.ro/, prin care orice persoana poate
verifica autenticitatea si apartenenta resursei digitale publice la o entitate publica.

(2) Mecanismul de trasabilitate si transparenta a datelor se bazeaza pe codurile
unice persistente atribuite fiecarei resurse digitale sau entitati publice.

Art. 23. (1) ADR publicd anual pe site-ul institutional propriu un raport privind
gradul de conformare a entitatilor publice la prezenta lege.

(2) Raportul include indicatori privind:
a) numdrul de resurse digitale Tnscrise Tn PNIDP;
b) procentul de conformare pe fiecare tip de registry;
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c) starea de accesibilitate a site-urilor i portalurilor;
d) gradul de utilizare a licentelor software;
e) masurile de securitate implementate.

(3) Raportul se publica pe site-ul ADR si se transmite Parlamentului.

Art. 24. (1) Toate platformele digitale ale entitatilor publice trebuie s3 respecte
standardele internationale de accesibilitate digitala pentru persoanele cu
dizabilitati.

(2) ADR colaboreaza cu Consiliul National al Dizabilitdtii din Romania si cu
organizatiile de profil pentru monitorizarea respectarii acestor standarde.

Capitolul VIII. Sanctiuni

Art. 25. (1) Constituie contraventie, Tn masura in care nu este savarsita in astfel de
conditii Tncat sa fie consideratd, potrivit legii penale, infractiune, nerespectarea de
catre responsabilii digitali sau de conducatorii entitatilor publice a dispozititlor art.
7 alin. (1)-(3), art. 13 alin. (2), art. 17 alin. ().

(2) Contraventiile prevazute fa alin. (1) se sanctioneaza cu amenda de la 5.000 lei la
10.000 lei.

(3) Constituie contraventie utilizarea de cétre entitatile publice de domenii sau
subdomenii institutionale neintegrate in registrul domeniilor si subdomeniilor
institutionale si se sanctioneaza cu amenda de la 5.000 lei [a 15.000 lei.

(4) Constatarea contraventiilor prevazute la alin. (1) si (3} si aplicarea sanctiunii
aferente se fac de catre ADR.

(5) Contraventiilor prevazute de prezenta lege le sunt aplicabile dispozitiile
Ordonantei Guvernului nr. 2/2001 privind regimul juridic al contraventiilor,
aprobatd cu modificari si completari prin Legea nr. 180/2002, cu modificarile si
completarile ulterioare.

(6) Repetarea contraventiilor Tntr-un interval de 6 luni de la constatarea primei
fapte atrage, pe ldngd amend3, suspendarea accesului la functionalitdtile PNIDP
aferente pana la conformare.

Capitolul IX. Dispozitii tranzitorii si finale

Art. 26. (1) Prezenta lege intrd in vigoare la 6 luni de la data publicarii in Monitorul
Oficial al Romaniei, Partea .
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(2) Tn termen de 60 de zile de la data intrarii Tn vigoare a prezentei legi, Guvernul va
adopta prin hotarare norme de aplicare a acesteia, care se publica in Monitorul
Oficial al Romaniei, Partea l.

(3) Anexele nr. 1 si 2 fac parte integranta din prezenta lege.

Aceasta lege a fost adoptata de Parlamentul Romaniei, cu respectarea prevederilor
art. 75 si 76 alin. (2) din Constitutia Romaniei, republicata.

Presedintele Camerei Deputatilor, Presedintele Senatului,
Sorin-Mihai GRINDEANU Mircea ABRUDEAN
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Anexanr. 1
Standardele tehnice minime obligatorii

1. Securitate cibernetica
Autentificare cu doi factori (MFA) pentru toti utilizatorii.

Criptarea comunicatiilor (TLS minim 1.2, preferabil TLS 1.3).

DNSSEC activ pentru toate domeniile institutionale.

Configurarea obligatorie a SPF, DKIM si DMARC (politica ,reject”).

Politici obligatorii de patch management (max. 30 zile pentru vulnerabilitati
critice).

Back-up periodic: cel putin zilnic pentru date critice si saptdmanal pentru
restul datelor.

Stocarea backup-urilor in locatii separate, cu testare periodica de restaurare.

2. Interoperabilitate si formate de date
Utilizarea formatelor deschise: CSV, XML, JSON, ODFE.

API-uri standardizate, conforme cu Platforma Nationala de Interoperabilitate.
Respectarea standardelor UE de eDelivery si elDAS.

3. Accesibilitate digitala
Conformitate minima cu standardele WCAG 2.1, nivel AA.
Compatibilitate cu cititoare de ecran si dispozitive asistive.
Interfete disponibile in limba romana si engleza, cu posibilitate de extindere
la limbile minoritdtilor.

4. Cloud si infrastructura
Infrastructurile digitale publice se implementeaza in Cloudul Guvernamental
sau in centre de date certificate.

[2 Virtualizare si containerizare obligatorie pentru scalabilitate.
Segmentare de retea si control granular al accesului.
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Anexanr. 2

Schema de date pentru registrele PNIDP

1. Registrul domeniilor si subdomeniilor institutionale

Denumire domeniu si subdomenii institutionale

Entitatea publica care detine, administreaza sau utilizeaza resursa publica
digitala

Datele de contact ale responsabilului digital al entitatii publice

Detalii tehnice esentiale, inclusiv configuratii, versiuni si certificari de
securitate

Dovada juridica a detinerii sau a dreptului de utilizare, dupa caz

Data Tnregistrarii si starea de functionare curenta

Codul unic persistent atribuit de PNIDP
Campuri specifice:

Administratorul tehnic, altul decat responsabilul digital, daca este cazul;

Destinatia domeniului institutional

Certificari securitate

Data ultimei actualizdri.

2. Registrul adreselor de email oficiale

Denumirea resursei si identificarea acesteia

Entitatea publica care detine, administreaza sau utilizeaza resursa publica
digitala

Datele de contact ale responsabilului digital al entitatii publice

Detalii tehnice esentiale, inclusiv configuratii, versiuni si certificari de
securitate

Dovada juridicd a detinerii sau a dreptului de utilizare, dupa caz

Data Tnregistrarii si starea de functionare curenta

Codul unic persistent atribuit de PNIDP
Campuri specifice:

Domeniu email;

Adrese active;

Configurdri SPF/DKIM/DMARC;

Data ultimei actualizari.

3. Registrul site-urilor si portalurilor publice

Denumire site/portal public

Entitatea publica care detine, administreaza sau utilizeaza resursa publica
digitala

Datele de contact ale responsabilului digital al entitatii publice

Detalii tehnice esentiale, inclusiv configuratii, versiuni si certificdri de
securitate
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Dovada juridica a detinerii sau a dreptului de utilizare, dupa caz
Data Tnregistrarii si starea de functionare curenta
Codul unic persistent atribuit de PNIDP
Campuri specifice: ;
Scopul utilizarii;
Gazduire;
Nivel accesibilitate;
Responsabil tehnic/institutional;
Data ultimei actualizari.

4, Registrul aplicatiilor si platformelor digitale

Denumirea aplicatiei/platformei digitale

Entitatea publica care detine, administreaza sau utilizeaza resursa publica
digitala

Datele de contact ale responsabilului digital al entitatii publice

Detalii tehnice esentiale, inclusiv configuratii, versiuni si certificari de
securitate

Dovada juridica a detinerii sau a dreptului de utilizare, dupa caz

Data inregistrarii si starea de functionare curenta

Codul unic persistent atribuit de PNIDP
Campuri specifice:

Dezvoltator/furnizor;

Stadiu ciclu de viata;

Asociere proiect/contract;

Data ultimei actualizari.

5. Registrul licentelor software

Denumire software

Entitatea publica care detine, administreaza sau utilizeaza resursa publica
digitala

Datele de contact ale responsabilului digital al entitatii publice

Detalii tehnice esentiale, inclusiv configuratii, versiuni si certificari de
securitate

Dovada juridica a detinerii sau a dreptului de utilizare, dupa caz

Data inregistrarii si starea de functionare curenta

Codul unic persistent atribuit de PNIDP
Campuri specifice:

Tip licenta;

Numir/valabilitate;

Furnizor/titular;

Entitate utilizatoare;

Grad de utilizare;

Asociere hardware;

[l
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Data ultimei actualizari.
6. Registrul hardware si al activelor IT (CMDB)

Denumire echipament

Entitatea publica care detine, administreaza sau utilizeaza resursa publica
digitala

Datele de contact ale responsabilului digital al entitatii publice

Detalii tehnice esentiale, inclusiv configuratii, versiuni si certificari de
securitate

Dovada juridica a detinerii sau a dreptului de utilizare, dupa caz

Data Tnregistrarii si starea de functionare curenta

Codul unic persistent atribuit de PNIDP
Campuri specifice:

Tip;

Locatie;

Configuratie esentiald;

Asociere software;

Data ultimei actualizari.

7. Registrul proiectelor digitale publice

N . .
Denumire proiect

Entitatea publica care detine, administreaza sau utilizeaza resursa publica
digitala
Datele de contact ale responsabilului digital al entitatii publice
Detalii tehnice esentiale, inclusiv configuratii, versiuni si certificari de
securitate
Dovada juridicd a detinerii sau a dreptului de utilizare, dupa caz
Data inregistrarii si starea de functionare curentd
Codul unic persistent atribuit de PNIDP
Campuri specifice:
Entitate initiatoare;
Buget/sursa finantare;
Furnizor/contractor;
Stadiu;
Calendar;
Indicatori performanta;
Data ultimei actualizari.
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